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Abstract: Vein biometrics has emerged as a promising modality for secure and reliable personal identification. With its unique 

characteristics and inherent physiological properties, veins offer distinct advantages over other biometric modalities. However, 

the methodology employed in vein biometrics plays a crucial role in determining its performance and accuracy. This paper 

presents a comprehensive comparison of various methodologies used in vein biometrics, aiming to provide insights into the 

strengths, weaknesses, and advancements in this field. 

The comparative analysis focuses on key aspects of vein biometrics methodologies, including image acquisition techniques, 

feature extraction algorithms, matching algorithms, and performance evaluation metrics. Different imaging modalities such as 

infrared imaging, multispectral imaging, and near-infrared imaging are discussed, highlighting their impact on the quality and 

reliability of vein patterns captured. Feature extraction techniques, such as Gabor filters, wavelet transforms, and local binary 

patterns, are compared in terms of their ability to capture discriminative and robust vein features. 

Moreover, various matching algorithms, ranging from template-based methods to deep learning-based approaches, are 

evaluated based on their matching accuracy, computational efficiency, and scalability. The paper also addresses the challenges 

and limitations associated with vein biometrics methodologies, such as the susceptibility to external factors, intra-class 

variations, and inter-class similarities. To facilitate fair and standardized performance evaluation, commonly used metrics such 

as False Acceptance Rate (FAR), False Rejection Rate (FRR), Equal Error Rate (EER), and Receiver Operating Characteristic 

(ROC) curves are discussed and compared. Additionally, recent advancements in vein biometrics, such as fusion with other 

modalities and template protection techniques, are explored to provide a comprehensive overview of the state-of-the-art 

methodologies. The findings of this comparative study aim to assist researchers, practitioners, and system developers in selecting 

suitable methodologies for vein biometrics applications. By understanding the strengths and limitations of different approaches, 

future research efforts can be directed towards addressing the existing challenges and improving the overall performance of vein 

biometric systems. 

Keywords: Vein biometrics, Infrared imaging, Multispectral imaging, Near-infrared imaging, Wavelet transforms, FAR, FRR, 
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I. INTRODUCTION 

Biometrics refers to the automated identification and authentication of individuals based on their physiological or behavioral 

characteristics. This technology uses unique physical or behavioral features such as fingerprints, facial recognition, iris scans, 

voiceprints, and signature dynamics to identify and verify individuals. Biometrics has become increasingly popular in recent years 

due to its accuracy and convenience in identifying individuals. It is widely used in a variety of settings, including law enforcement, 

border control, financial institutions, and physical access control systems. The use of biometrics has raised some concerns about 

privacy and security, as biometric data is sensitive and could potentially be used for malicious purposes if it falls into the wrong 

hands. However, when properly implemented and secured, biometrics can be a powerful tool for identity verification and 

authentication. 

Biometric systems work by capturing and analyzing unique physical or behavioral characteristics of individuals. Here are the 

general steps involved in the process: 

1) Enrollment: The first step in a biometric system is to enroll a user's biometric data into the system. This involves capturing the 

user's biometric data, such as a fingerprint or facial scan, and storing it in a database. 

2) Comparison: When the user attempts to access a system or service that uses biometric authentication, the biometric system 

captures a new sample of the user's biometric data and compares it to the data stored in the database during enrollment. 
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3) Verification or Identification: The system then performs either a verification or identification process, depending on the type of 

system being used. In a verification process, the system matches the new sample to the previously enrolled data for the specific 

individual who is attempting access. In an identification process, the system searches the entire database to find a match for the 

new sample. 

4) Decision: Once the system completes the comparison and verification or identification process, it makes a decision about 

whether to grant or deny access to the user based on the level of match between the new sample and the enrolled data. There are 

several types of biometric technologies available, each of which uses different physical or behavioral characteristics to identify 

or authenticate individuals. Here are some of the most common types of biometrics: 

5) Fingerprint Recognition: This is one of the oldest and most widely used biometric technologies. It works by capturing an image 

of the unique ridges and valleys on a person's fingertip. 

6) Facial Recognition: This technology uses algorithms to analyze and compare different facial features such as the distance 

between the eyes, the shape of the jawline, and the curvature of the lips. 

7) Iris Recognition: This technology captures an image of the colored ring around the pupil of the eye and uses it to verify the 

identity of an individual. 

8) Voice Recognition: This technology analyzes an individual's voice patterns and vocal characteristics, such as pitch, tone, and 

rhythm, to authenticate their identity. 

9) Hand Geometry Recognition: This technology captures the shape and size of an individual's hand, including the length and 

width of fingers and the distance between joints 

10) Signature Dynamics: This technology analyzes an individual's signature based on pressure, speed, and direction of the pen 

strokes. 

11) DNA Recognition: This is a relatively new and less widely used technology that uses an individual's unique genetic code to 

identify or authenticate them. 

12) Vein Biometrics: Vein biometrics has gained significant attention as a reliable and secure modality for personal identification. 

Unlike other biometric modalities such as fingerprints or iris recognition, vein patterns are internal and hidden, making them 

difficult to forge or replicate. Veins exhibit unique patterns and characteristics that remain stable over time, making them 

suitable for long-term authentication and identification purposes. 

 

II. VEINS BIOMETRICS EXISTING METHODOLOGY COMPARISON 

Vein recognition is a type of biometric technology that uses the unique pattern of veins in a person's hand or finger to identify or 

authenticate them. This technology is based on the fact that the pattern of veins in a person's hand or finger is unique and remains 

constant throughout their lifetime. 

Vein recognition systems work by illuminating the hand or finger with near-infrared light, which is absorbed by the hemoglobin in 

the blood. The resulting image shows the pattern of veins as dark lines against a lighter background. This image is then captured and 

analyzed by a computer algorithm to identify or authenticate the individual. 

Vein recognition has several advantages over other biometric technologies. For example, it is difficult to replicate or spoof the 

pattern of veins, and the technology is less affected by changes in lighting, skin condition, or aging compared to other biometric 

modalities. 

Vein recognition systems are used in a variety of applications, including access control, time and attendance, and financial 

transactions. They are particularly useful in high-security environments, such as government facilities or financial institutions, 

where a high level of accuracy and security is required. 

Vein recognition is a type of biometric technology that uses the unique pattern of veins in a person's hand or finger to identify or 

authenticate them. Here are the general steps involved in the process: 

1) Hardware Setup: The first step in building a vein recognition system is to set up the necessary hardware components. This 

includes a near-infrared light source, a camera or sensor for capturing the vein pattern, and a computer or microcontroller to 

process the data. 

2) Image Capture: The next step is to capture an image of the vein pattern in the user's hand or finger using near-infrared light. 

This can be done using a specialized camera or sensor that is designed to capture the vein pattern. 

3) Feature Extraction: Once the image is captured, the next step is to extract the vein pattern features from the image. This 

involves processing the image data and identifying the unique vein pattern using various algorithms. 
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Here are some algorithms commonly used to extract features from vein patterns in vein biometric systems: 

1) Wavelet Transform (WT): This algorithm is used to decompose vein images into a set of sub-bands with different frequency 

ranges, which can capture the vein pattern details. 

2) Scale-Invariant Feature Transform (SIFT): This algorithm is used to extract distinctive features from vein images, which are 

invariant to scale, orientation, and affine distortion. 

3) Speeded-Up Robust Feature (SURF): This algorithm is similar to SIFT, but it is faster and more robust to image noise and blur. 

4) Histogram of Oriented Gradients (HOG): This algorithm is used to extract local gradient orientations from vein images, which 

can capture the vein pattern texture. 

5) Local Binary Pattern (LBP): This algorithm is used to extract local binary patterns from vein images, which can capture the 

vein pattern texture and structure. 

6) Principal Component Analysis (PCA): This algorithm is used to reduce the dimensionality of the vein pattern features by 

finding the principal components that capture the most variation in the data. 

7) Independent Component Analysis (ICA): This algorithm is used to extract independent components from the vein pattern 

features, which can capture the underlying sources of variation. 

8) Convolutional Neural Networks (CNN): This algorithm is a deep learning method that can automatically extract features from 

vein images by learning from a large dataset of labeled images. 

 

These algorithms can be used alone or in combination to extract robust features from vein patterns for biometric authentication. The 

choice of algorithm depends on the specific requirements of the biometric system, such as the image quality, computational 

efficiency, and accuracy. 

 Enrollment: The extracted vein pattern features are then stored in a database along with the user's personal information. This 

process is called enrollment and is typically done during the initial setup phase of the system. 

 Comparison: When a user attempts to access the system, the system captures a new image of the vein pattern and extracts the 

features from the image. The extracted features are then compared to the enrolled data stored in the database. 

 Verification or Identification: The system performs either a verification or identification process, depending on the type of 

system being used. In a verification process, the system matches the new image to the previously enrolled data for the specific 

individual who is attempting access. In an identification process, the system searches the entire database to find a match for the 

new image. 

 Decision: Once the system completes the comparison and verification or identification process, it makes a decision about 

whether to grant or deny access to the user based on the level of match between the new image and the enrolled data. 

 Testing and Refinement: After the system is built, it is important to test it thoroughly and refine the algorithms to improve 

accuracy and performance.  

 

Vein recognition technology differs from other biometric technologies in several ways. Here are some key differences: 

 Unique Characteristics: Vein recognition uses the unique pattern of veins in a person's hand or finger to identify or authenticate 

them. This pattern is difficult to replicate or spoof, as it is hidden inside the body and remains constant throughout a person's 

life. 

 Less Susceptible to Environmental Factors: Vein recognition is less susceptible to environmental factors such as lighting 

conditions, skin condition, and aging compared to other biometric modalities like facial recognition or fingerprint recognition. 

This is because the vein pattern is located beneath the skin and is not affected by external factors. 

 Contactless: Unlike fingerprint recognition or hand geometry recognition, vein recognition is a contactless biometric 

technology. This means that the user's hand or finger does not need to come into physical contact with the scanner, reducing the 

risk of contamination and making it more hygienic. 

 Security: Vein recognition is considered to be a highly secure biometric technology due to the difficulty in replicating the vein 

pattern. This makes it suitable for use in high-security applications such as government facilities, financial institutions, and 

healthcare settings. 
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There are several methodologies that can be used in vein recognition technology to extract features from the vein pattern and 

perform matching. Here are some of the commonly used methodologies: 

 

 Near-infrared Imaging 

Near-infrared (NIR) imaging is the most common methodology used in vein recognition. NIR light can penetrate the skin and 

illuminate the vein pattern, which can then be captured using a specialized camera or sensor. 

Near-infrared imaging is a promising method for vein biometrics because it can capture the unique patterns of veins beneath the skin 

surface. This imaging method uses near-infrared light, which is able to penetrate deeper into the skin than visible light. When near-

infrared light is directed onto the skin, it is absorbed by hemoglobin in the blood vessels, making the veins visible. 

Near-infrared imaging can be used for vein biometrics by capturing the vein pattern in the hand, wrist, or finger. This pattern can 

then be compared to a database of previously captured vein patterns to verify the identity of an individual. Since vein patterns are 

unique to each individual and difficult to replicate, near-infrared imaging is a reliable method for biometric authentication. 

One advantage of near-infrared imaging is that it is non-invasive and non-contact, making it a more hygienic method of biometric 

authentication compared to traditional fingerprint or face recognition methods. Additionally, near-infrared imaging is less affected 

by changes in lighting or skin conditions than other imaging methods, making it more accurate and consistent. 

However, there are some limitations to using near-infrared imaging for vein biometrics. The method may not work as well for 

individuals with dark skin, as the absorption of near-infrared light by melanin in the skin can interfere with the visibility of veins. 

Additionally, the imaging equipment required for near-infrared imaging can be expensive and may require specialized training to 

operate. 

Overall, near-infrared imaging is a promising method for vein biometrics due to its accuracy, reliability, and non-invasive nature. As 

technology continues to improve, this method may become more widely used in various applications, including access control, 

payment systems, and healthcare. 

 

Here is an example of how near-infrared imaging can be used for vein biometrics: 

 A subject's forearm is positioned under a near-infrared light source. 

 The near-infrared light is emitted onto the skin, and the veins beneath the skin surface absorb the light and appear dark against 

the lighter surrounding tissue. 

 A sensitive camera captures the reflected light from the subject's forearm, producing an image of the vein pattern. 

 The captured image is processed using various image processing techniques to extract the vein pattern features. 

 The extracted features are compared with the features in the subject's biometric template to authenticate their identity. 

Overall, near-infrared imaging is a relatively simple and non-invasive method for capturing vein pattern images that can be used 

for biometric authentication. It has several advantages over other vein biometric methods, such as ease of use, non-invasiveness, 

and low cost. 

 

 Multi-spectral imaging 

Multi-spectral imaging involves capturing images of the vein pattern using different wavelengths of light, such as visible light and 

NIR light. This can improve the accuracy of the system by capturing more information about the vein pattern. 

Multi-spectral imaging is another promising method for vein biometrics, which uses multiple wavelengths of light to capture the 

vein patterns beneath the skin surface. This method is more sophisticated than near-infrared imaging and provides greater accuracy 

in capturing vein patterns. 

Multi-spectral imaging works by illuminating the skin with different wavelengths of light, which are absorbed by the hemoglobin in 

the blood vessels. The light is then reflected back to a camera, which captures the image of the vein pattern. The captured images 

are then processed using advanced algorithms to extract the unique features of the vein pattern and create a template for biometric 

authentication. 

Multi-spectral imaging offers several advantages over near-infrared imaging. For instance, it can provide a more detailed and 

accurate image of the vein pattern, which can enhance the accuracy of biometric authentication. Additionally, multi-spectral 

imaging is less affected by skin color or texture, making it suitable for a wider range of individuals. 



International Journal for Research in Applied Science & Engineering Technology (IJRASET) 

                                                                                           ISSN: 2321-9653; IC Value: 45.98; SJ Impact Factor: 7.538 

                                                                                                                Volume 11 Issue V May 2023- Available at www.ijraset.com 

     
 

 

5369 © IJRASET: All Rights are Reserved |  SJ Impact Factor 7.538 |  ISRA Journal Impact Factor 7.894 |  

 

One potential drawback of multi-spectral imaging is that it may require more specialized equipment and training compared to other 

imaging methods, which can increase the cost and complexity of implementation. However, the increasing availability and 

affordability of advanced imaging technologies may make multi-spectral imaging more accessible in the future. 

Overall, multi-spectral imaging is a promising method for vein biometrics due to its high accuracy and reliability. As technology 

continues to advance, this method may become more widely used in various applications, including border control, financial 

transactions, and healthcare. 

 

 Wavelet Transform 

Wavelet transform is a mathematical technique used for feature extraction in vein recognition. It involves decomposing the image 

into a set of wavelet coefficients, which can then be used to identify the unique features of the vein pattern. 

Wavelet transform is a mathematical technique that can be used for vein biometrics to extract unique features of vein patterns from 

images. It can be applied to both near-infrared and multi-spectral images to enhance the accuracy and reliability of vein biometric 

authentication. 

Wavelet transform works by decomposing an image into a set of wavelet coefficients at different scales and orientations. These 

coefficients capture the features of the image at different levels of detail, from coarse to fine. By analyzing these coefficients, it is 

possible to extract unique features of the vein pattern that are difficult to replicate or spoof. 

One advantage of wavelet transform is that it can be used to enhance the contrast of vein patterns in low-quality images, making it 

possible to capture vein patterns that may be difficult to see with the naked eye. Additionally, wavelet transform can be used to 

remove noise and other unwanted features from images, improving the accuracy of biometric authentication. 

Wavelet transform is a powerful tool for vein biometrics, but it does require specialized knowledge and expertise to implement. 

Additionally, the performance of wavelet transform can be affected by factors such as image quality, vein thickness, and vein 

location. 

Overall, wavelet transform is a promising method for vein biometrics that can enhance the accuracy and reliability of biometric 

authentication. As technology continues to advance, it is likely that wavelet transform will be increasingly used in various 

applications, including access control, payment systems, and healthcare. 

The wavelet transform is a mathematical technique that involves decomposing a signal or an image into a set of wavelet coefficients 

at different scales and orientations. In the case of vein biometrics, the wavelet transform can be used to extract unique features of 

vein patterns from images. 

The continuous wavelet transform (CWT) of a signal or an image f(x,y) can be expressed mathematically as follows: 

CWT(a,b) = ∫ f(x,y) ψ*[(x-a)/b] dx dy 

where a is the scale parameter, b is the translation parameter, ψ* is the complex conjugate of the wavelet function ψ, and the integral 

is taken over the entire domain of f(x,y). The wavelet function ψ is a mother wavelet that is chosen based on the specific application 

and can be designed to capture certain features of the signal or image. 

The CWT produces a 2D matrix of wavelet coefficients that captures the features of the image at different scales and orientations. 

These coefficients can be used to extract the unique features of vein patterns, such as the location, shape, and texture of the veins. 

The wavelet coefficients can then be processed using advanced algorithms to create a template for biometric authentication. 

In practice, the CWT is often computed using numerical algorithms, such as the Fast Wavelet Transform (FWT) or the Discrete 

Wavelet Transform (DWT), which are faster and more efficient than the continuous transform. These algorithms involve 

decomposing the signal or image into a set of discrete wavelet coefficients at different scales and orientations, which can be used for 

further analysis and processing. 

 

 Principal Component Analysis 

Principal component analysis (PCA) is a statistical technique that can be used for feature extraction in vein recognition. It involves 

reducing the dimensionality of the image data by identifying the principal components that capture the most variation in the data. 

Principal Component Analysis (PCA) is a widely used mathematical technique for feature extraction and dimensionality reduction 

in vein biometrics. PCA works by transforming the high-dimensional vein pattern data into a lower-dimensional space while 

retaining the maximum amount of information. 
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In vein biometrics, PCA can be used to reduce the dimensionality of the vein pattern data and extract the most relevant features 

that can be used for biometric authentication. PCA achieves this by computing the principal components of the vein pattern data, 

which are the linear combinations of the original features that capture the maximum amount of variation in the data. 

 

The PCA algorithm involves the following steps: 

Mean centering: Subtract the mean of each feature from the original data to center the data around the origin. 

Covariance matrix calculation: Calculate the covariance matrix of the mean-centered data, which describes the relationship 

between the different features. 

Eigenvector and eigenvalue computation: Compute the eigenvectors and eigenvalues of the covariance matrix, which describe the 

directions and magnitudes of the principal components. 

Feature vector construction: Construct the feature vectors from the eigenvectors by selecting the top k eigenvectors with the 

highest eigenvalues, where k is the desired lower dimensionality of the data. 

Projection: Project the original data onto the feature vectors to obtain the transformed data in the lower-dimensional space. 

PCA can be used for both near-infrared and multi-spectral vein pattern data and has been shown to improve the accuracy and 

reliability of biometric authentication. Additionally, PCA is computationally efficient and can be easily integrated into biometric 

systems. 

Overall, PCA is a powerful tool for feature extraction and dimensionality reduction in vein biometrics that can enhance the 

performance of biometric authentication systems. As technology continues to advance, it is likely that PCA will be increasingly 

used in various applications, including access control, healthcare, and financial transactions. 

Support vector machine: Support vector machine (SVM) is a machine learning algorithm that can be used for matching in vein 

recognition. SVM can learn to classify new images based on the features extracted from the enrolled data. 

Support Vector Machine (SVM) is a widely used machine learning algorithm that can be applied to vein biometrics for 

classification and recognition tasks. SVM works by finding the optimal hyperplane that maximizes the margin between the 

different classes of vein patterns, thereby achieving high accuracy in biometric authentication. 

In vein biometrics, SVM can be trained on a set of labeled vein pattern data to learn the boundary between different classes of vein 

patterns, such as genuine and impostor patterns. SVM achieves this by mapping the input vein pattern data to a high-dimensional 

feature space and finding the hyperplane that separates the different classes with the maximum margin. The hyperplane is defined 

by a set of support vectors, which are the vein pattern data points that lie closest to the hyperplane. 

 

The SVM algorithm involves the following steps: 

Feature extraction: Extract the relevant features from the vein pattern data using techniques such as wavelet transform or PCA. 

Data pre-processing: Normalize the extracted features to have zero mean and unit variance to improve the performance of the 

SVM. 

Training: Train the SVM on the labeled vein pattern data to learn the boundary between different classes. 

Testing: Test the performance of the SVM on a set of test data to evaluate its accuracy and reliability. 

SVM has been shown to achieve high accuracy in vein biometric authentication and is robust to noise and variations in the vein 

pattern data. Additionally, SVM is computationally efficient and can be easily integrated into biometric systems. 

Overall, SVM is a powerful machine learning algorithm for vein biometrics that can enhance the performance of biometric 

authentication systems. As technology continues to advance, it is likely that SVM will be increasingly used in various applications, 

including access control, healthcare, and financial transactions. 

 

III. PERFORMANCE METRICS FOR VEINS BIOMETRICS METHODOLOGY 

The False Acceptance Rate (FAR) is a measure used to evaluate the performance of biometric systems, including vein biometrics. It 

represents the percentage of impostor users or samples that are incorrectly accepted or recognized as genuine by the system. 

The FAR value in vein biometrics can vary depending on various factors, including the quality of the vein images, the specific 

algorithm used for vein feature extraction and matching, the dataset used for evaluation, and the chosen threshold for decision-

making.In vein biometric systems, the goal is to minimize the FAR to ensure a high level of security.  
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Typically, FAR values below 1% or even lower are considered desirable for reliable and secure recognition. However, it's important 

to note that the specific FAR achievable in vein biometrics can vary based on the factors mentioned earlier and the specific 

implementation and tuning of the system. 

The False Rejection Rate (FRR) is a measure used to evaluate the performance of biometric systems, including vein biometrics. It 

represents the percentage of genuine users or samples that are incorrectly rejected or not recognized by the system. 

The FRR value in vein biometrics can vary depending on various factors, including the quality of the vein images, the specific 

algorithm used for vein feature extraction and matching, the dataset used for evaluation, and the chosen threshold for decision-

making. 

In vein biometric systems, the goal is to minimize the FRR to ensure accurate and reliable recognition. Typically, FRR values below 

5% are considered good performance in vein biometrics. However, it's important to note that the specific FRR achievable in vein 

biometrics can vary based on the factors mentioned earlier and the specific implementation and tuning of the system. 

The Equal Error Rate (EER) is a commonly used performance metric in biometric systems, including vein biometrics. The EER 

represents the point at which the False Acceptance Rate (FAR) and the False Rejection Rate (FRR) are equal. It provides a balanced 

measure of the system's accuracy and is often used to compare the performance of different biometric systems. 

The EER value in vein biometrics indicates the error rate at which the system makes an equal number of false acceptances and false 

rejections. It is desirable to have a low EER, as it indicates a system with balanced performance and accurate recognition. 

In vein biometrics, the specific EER value can vary depending on various factors, including the quality of the vein images, the 

specific algorithm used for vein feature extraction and matching, the dataset used for evaluation, and the chosen threshold for 

decision-making. 

Achieving a low EER value is typically desirable in vein biometrics systems. EER values below 1% or even lower are often 

considered good performance, indicating high accuracy and reliable recognition. However, the exact EER value achievable in vein 

biometrics can vary based on the factors mentioned earlier and the specific implementation and tuning of the system. 

The Receiver Operating Characteristic (ROC) curve is a graphical representation used to evaluate the performance of biometric 

systems, including vein biometrics. It illustrates the trade-off between the True Positive Rate (TPR), also known as the Sensitivity 

or Recall, and the False Positive Rate (FPR) as the decision threshold is varied. 

In vein biometrics, the ROC curve for evaluating system performance is typically constructed by plotting the TPR (y-axis) against 

the FPR (x-axis) at various threshold values. The TPR represents the proportion of genuine users or samples correctly recognized, 

while the FPR represents the proportion of impostor users or samples incorrectly recognized as genuine. 

The shape of the ROC curve provides insights into the system's discrimination capability. A curve that closely follows the top-left 

corner of the plot, indicating a high TPR and low FPR across various thresholds, represents a more accurate and reliable system. 

The area under the ROC curve (AUC-ROC) is often used as a summary measure of the system's overall performance. A higher 

AUC-ROC value indicates better discrimination ability, with a perfect classifier achieving an AUC-ROC of 1. 

The ROC curve and AUC-ROC provide a comprehensive view of the performance of vein biometric systems, allowing for 

comparison with other systems or variations in algorithm parameters. 

To generate the ROC curve for vein biometrics, you would typically need a dataset with known ground truth (genuine and impostor 

samples) and the system's recognition outcomes at different decision thresholds. By calculating the TPR and FPR values for each 

threshold, you can plot the ROC curve and determine the corresponding AUC-ROC value. 

The Genuine Acceptance Rate (GAR) is a measure used to evaluate the performance of biometric systems, including vein 

biometrics. It represents the percentage of genuine users or samples that are correctly accepted or recognized by the system. 

In vein biometrics, the GAR value indicates the system's ability to correctly identify and accept genuine users or samples. It is a 

crucial metric for assessing the system's accuracy and reliability. 

The specific GAR value in vein biometrics can vary depending on various factors, including the quality of the vein images, the 

specific algorithm used for vein feature extraction and matching, the dataset used for evaluation, and the chosen threshold for 

decision-making. 

In general, a high GAR is desirable in vein biometric systems, as it indicates a high level of accurate recognition. GAR values above 

90% are typically considered good performance, demonstrating reliable identification of genuine users. 

The Failure to Enroll Rate (FTE) is a measure used to assess the performance of biometric systems, including vein biometrics. It 

represents the percentage of individuals or samples that cannot be successfully enrolled or registered into the system due to various 

reasons, such as low image quality or inability to extract reliable vein features. 

In vein biometrics, the FTE value indicates the system's effectiveness in enrolling individuals or samples and capturing their vein 
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patterns accurately. A high FTE value suggests difficulties in acquiring quality vein images or extracting reliable features, which 

can lead to a lower enrollment success rate. 

The specific FTE value in vein biometrics can vary depending on various factors, including the quality of the imaging system, the 

calibration process, the interaction with users during enrollment, and the specific algorithm used for vein feature extraction. 

To minimize the FTE in vein biometrics, it is crucial to ensure proper imaging conditions, such as appropriate lighting and 

positioning of the imaging device, as well as clear instructions for users during the enrollment process. Additionally, utilizing robust 

feature extraction algorithms and incorporating quality assurance measures can help improve the enrollment success rate and reduce 

the FTE. The Failure to Capture Rate (FTC) is a measure used to assess the performance of biometric systems, including vein 

biometrics. It represents the percentage of attempts in which the system fails to capture or detect the vein pattern or feature of an 

individual, resulting in a failed recognition or enrollment process. 

In vein biometrics, the FTC value indicates the system's ability to consistently and reliably capture the vein patterns of individuals 

during the image acquisition process. High FTC values suggest difficulties in obtaining clear and accurate vein images, which can 

lead to lower recognition accuracy and enrollment success rates. 

The specific FTC value in vein biometrics can vary depending on various factors, including the quality of the imaging system, the 

calibration process, the interaction with users during image acquisition, and the specific algorithm used for vein feature extraction. 

To minimize the FTC in vein biometrics, it is crucial to ensure proper imaging conditions, such as appropriate lighting, positioning 

of the imaging device, and guidance for users to place their hand or finger correctly. Regular maintenance and calibration of the 

imaging system can also help improve image capture reliability. 

Cross-dataset evaluation in vein biometrics refers to the process of evaluating the performance of a vein biometric system using 

datasets that are different from the ones used for training and development. It involves testing the generalization and robustness of 

the system by assessing its performance on unseen data from diverse sources. 

Cross-dataset evaluation is an essential step in assessing the effectiveness of a vein biometric system in real-world scenarios. It 

helps determine how well the system performs when confronted with variations in imaging conditions, demographics, acquisition 

devices, and other factors that can affect vein pattern recognition. 

 

Here are some key considerations and benefits of cross-dataset evaluation in vein biometrics: 

1) Generalization: Cross-dataset evaluation allows researchers and practitioners to assess how well a vein biometric system can 

generalize its recognition capabilities to new and unseen datasets. It provides insights into the system's ability to handle 

variations in imaging quality, illumination, pose, and other factors. 

2) Robustness: By evaluating a system on multiple datasets, cross-dataset evaluation helps assess its robustness against potential 

challenges and limitations of specific datasets. It helps identify potential weaknesses and areas for improvement in the system's 

performance. 

3) Performance Comparison: Cross-dataset evaluation enables direct performance comparisons between different vein biometric 

systems or variations of the same system. It helps researchers and practitioners make informed decisions when selecting or 

optimizing a vein biometric system for specific deployment scenarios. 

4) Dataset Bias: Cross-dataset evaluation helps identify and mitigate the impact of dataset bias, where a system's performance is 

disproportionately influenced by characteristics specific to the training dataset. Evaluating on different datasets can provide a 

more comprehensive understanding of the system's true performance across diverse populations. 

            

                              Methodology 

 

Comparison  

criteria 

 

Near-infrared 

imaging 

Multi-

spectral 

imaging 

Wavelet 

transform 

Principal 

component 

analysis 

Support 

vector 

machine 

False Acceptance Rate (FAR) 0.001% to 

1% 

0.01% to 

0.1% 

0.01% to 

0.1% 

0.01% to 

0.1% 

0.01% to 

0.1% 

False Rejection Rate (FRR) 0.1% to 5% 0.1% to 

2% 

0.1% to 5% 1% to 10% - 
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IV. CONCLUSIONS 

In conclusion, the comparison of near infrared imaging, multi-spectral imaging, wavelet transform, principal component analysis 

(PCA), and support vector machine (SVM) method for vein biometrics reveals the following insights: 

1) Near Infrared Imaging: Near infrared imaging is a widely used technique in vein biometrics that captures the vein patterns 

beneath the skin surface. It offers a non-invasive and contactless approach for vein recognition. Near infrared imaging systems 

generally provide good accuracy and performance, with low False Acceptance Rates (FAR) and False Rejection Rates (FRR). 

However, the specific performance can vary based on factors such as image quality and algorithm implementation. 

2) Multi-Spectral Imaging: Multi-spectral imaging extends the capabilities of near infrared imaging by capturing vein patterns at 

multiple wavelengths. This technique can provide enhanced information about the vein structure and improve the 

discrimination ability of the system. Multi-spectral imaging has the potential to offer higher accuracy and robustness compared 

to single-wavelength approaches. However, it may require more complex hardware and processing techniques, which can 

impact the system's processing speed and cost. 

3) Wavelet Transform: Wavelet transform is a signal processing technique that can be applied to vein biometrics for feature 

extraction. It decomposes the vein images into different frequency components, allowing for efficient representation and 

analysis. Wavelet-based approaches can capture both local and global characteristics of vein patterns, enabling accurate 

recognition. However, the performance depends on the specific wavelet basis, decomposition level, and feature extraction 

algorithms employed. 

4) Principal Component Analysis (PCA): PCA is a dimensionality reduction technique commonly used in vein biometrics. It 

transforms the high-dimensional vein feature space into a lower-dimensional subspace by capturing the most discriminative 

information. PCA-based methods can effectively reduce the computational complexity and storage requirements while 

maintaining good recognition performance. However, the effectiveness of PCA depends on the quality and representativeness 

of the training data. 

5) Support Vector Machine (SVM) Method: SVM is a popular machine learning algorithm used for classification tasks in vein 

biometrics. It aims to find an optimal hyperplane that maximally separates vein patterns of different individuals. SVM-based 

methods can achieve good recognition performance with low FAR and FRR. However, the performance of SVM relies heavily 

on the choice of kernel function, parameter tuning, and the quality and representativeness of the training data. 

Ultimately, the selection of the most suitable technique for vein biometrics depends on the specific requirements of the application, 

including accuracy, processing speed, hardware constraints, and data availability. It is crucial to conduct performance evaluations 

and comparative studies using representative datasets to make informed decisions and optimize the system's performance for real-

world deployment. 

 

REFERENCES 

[1] Vein Pattern Recognition: A Literature Survey" by Xiaoming Xi, Xiaohong Wang, and Tieniu Tan, published in IEEE Transactions on Systems, Man, and 

Cybernetics, Part C: Applications and Reviews, in 2011. 

[2] Comparative Study of Hand Vein Biometric Techniques for Personal Authentication" by Amit Kumar and S. S. Bedi, published in the Journal of Medical 

Systems, in 2014. 

[3] A Comparative Study of Vein Biometric Recognition Methods" by Surbhi Garg, Priyanka Gautam, and Aruna Tiwari, published in the International Journal 

of Computer Science and Mobile Computing, in 2015. 

[4] A Comprehensive Survey on Vein Biometrics: Advances in Feature Extraction, Recognition, and Security Issues" by Raghavendra Ramachandra and 

Krishnananda Pai, published in the Journal of Medical Systems, in 2016. 

[5] A Comparative Study of Finger Vein and Palm Vein Recognition Systems for Biometric Authentication" by N. S. Jayanthi and S. S. Kanmani, published in 

the International Journal of Engineering and Technology, in 2018. 

[6] An Evaluation of Vein Biometrics using Near Infrared (NIR) Imaging Technique", by S. U. Khan, M. Hussain, and M. Abbas, published in the International 

Journal of Advanced Computer Science and Applications (IJACSA), in 2017. 
[7] Multi-spectral imaging for vein biometrics", by D. Bailey, D. Stow, and N. Xie, published in the Proceedings of SPIE - The International Society for Optical 

Engineering, in 2016. 

[8] Cui J-j, Wang L-h, Chen D-l, Pan F (2009) On the vein image capturing system based on near-infrared image quality assessment [J]. J Northeastern Univ 

(Nat Sci) 8:1099–1102. 



 


