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Abstract: As cloud services and the Internet of Things continue to grow, a new computing paradigm has emerged - Edge 

Computing. This paper aims to explore the potential of Edge Computing by highlighting distinct use cases and benefits. By 

processing data at the network's edge, Edge Computing can address issues such as reaction speed, battery life, and data security. 

This paper also discusses the difference between cloud computing and Edge Computing, and presents a case study to 

demonstrate the practical applications of Edge Computing. The findings of this paper suggest that Edge Computing has the 

potential to revolutionize various industries and improve access quality for users. 
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I.  INTRODUCTION 

The introduction of cloud computing in 2005 has transformed the way we live, work, and study. With the rise of cloud services and 

the Internet of Things, a new computing paradigm has emerged - Edge Computing. Edge Computing is a distributed computing 

model that processes data at the network's edge, closer to the source of data generation. This paper aims to explore the potential of 

Edge Computing by highlighting its benefits and use cases in various industries. By processing data at the edge, Edge Computing 

can address issues such as reaction speed, battery life, and data security. This paper also discusses the difference between cloud 

computing and Edge Computing, and presents a case study to demonstrate the practical applications of Edge Computing. The 

findings of this paper suggest that Edge Computing has the potential to revolutionize various industries and improve access quality 

for users. 

 

A. The origin of Edge Computing 

Edge computing has its roots in the 1990s when content delivery networks (CDNs) were developed to transmit video and online 

content using edge servers located closer to customers. These networks evolved in the 2000s, and began hosting apps and app 

components directly on edge servers. This was the first commercial application of edge computing. Edge computing solutions and 

services were eventually built to host apps like shopping carts, real-time data gathering, ad insertion, and more. Today, edge 

computing has become an essential technology for processing data at the network's edge, closer to the source of data generation. 

 

B. Defining Edge Computing 

Edge computing is a distributed computing architecture that involves moving data storage and computation closer to the data source. 

This reduces bandwidth usage and improves response time by reducing the number of cloud-based tasks. Computing tasks are 

moved to edge devices such as IoT devices, edge servers, or users' laptops, which reduces long-distance transmission between a 

server and a client. As a result, bandwidth use and latency are reduced. Edge computing has become increasingly important for 

enterprises as it can boost productivity, cut costs, and even generate new revenue streams. The limitations of centralized computing 

have become more apparent in recent years, especially during the COVID-19 era, as remote workforces expand. By processing data 

at the network's edge, Edge Computing can help achieve the Doherty barrier of less than 400 millisecond replies, which can 

significantly improve productivity. 

 

C. Importance of Edge Computing 

Edge computing is becoming increasingly important as it allows for novel customer experiences for interaction-intensive businesses 

like retail and banking. All industries can benefit from bringing infrastructure and workloads closer to where data is generated and 

consumed. Edge computing combined with IoT and AI can increase the uptime of key equipment in asset-intensive industries like 

manufacturing and transportation. Content delivery networks and media, video gaming, smart manufacturing, logistics and 

warehousing, utilities, and transportation are all common application cases.  
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Industries where low-latency, data-intensive activities are in great demand, such as telemedicine, financial technology, and public 

safety, are witnessing rapid adoption of edge computing. By processing data at the network's edge, Edge Computing can help 

achieve the Doherty barrier of less than 400 millisecond replies, which can significantly improve productivity. Enterprises can 

increasingly deploy cloud technology for proximity computing use cases, which can boost productivity, cut costs, and even generate 

new revenue streams. 

 

D. Significance of Edge Computing 

Edge computing is significant because it can reduce latency between an end user and the application they're accessing by moving 

computing, storage, and/or network resources to the network border. This reduces the physical distance between a user and the 

resources they are attempting to access.  

Furthermore, network latency can degrade the speed and efficacy of real-time applications, sending huge amounts of data can be 

costly, and some industry and government rules now specify where data must be stored. Edge computing is allowing novel customer 

experiences for interaction-intensive businesses like retail and banking. All industries can benefit from bringing infrastructure and 

workloads closer to where data is generated and consumed.  

Edge computing combined with IoT and AI can increase the uptime of key equipment in asset-intensive industries like 

manufacturing and transportation.  

Content delivery networks and media, video gaming, smart manufacturing, logistics and warehousing, utilities, and transportation 

are all common application cases. Industries where low-latency, data-intensive activities are in great demand, such as telemedicine, 

financial technology, and public safety, are witnessing rapid adoption of edge computing. 

 

II. RELATED WORK 

A. Review of IoT and Edge Computing 

1) IoT: The traditional computing based on a stationary desktop will be obsolete in the future. The Internet of Things (IoT) is fast 

integrating into daily life, and it anticipates most physical items being connected to data centers, exchanging information, and 

ushering in the next huge leap in data production scale. IoT will have a significant impact on prospective consumers' daily lives 

and is the key to the future. The Internet of Things (IoT) is also essential in the field of business and has been identified as one 

of the most essential technologies that will have an impact on US interests by 2025. 

2) Edge Computing: Edge Computing is a new computing paradigm that has emerged due to the popularity of rich cloud services 

and the growth of the Internet of Things. It involves processing data at the network's edge, closer to where data is generated and 

consumed, rather than in a centralized data center. This reduces latency between an end user and the application they're 

accessing, which can significantly improve productivity. Edge Computing is becoming increasingly important as it allows for 

novel customer experiences for interaction-intensive businesses like retail and banking. All industries can benefit from bringing 

infrastructure and workloads closer to where data is generated and consumed. Edge computing combined with IoT and AI can 

increase the uptime of key equipment in asset-intensive industries like manufacturing and transportation. Content delivery 

networks and media, video gaming, smart manufacturing, logistics and warehousing, utilities, and transportation are all 

common application cases. Industries where low-latency, data-intensive activities are in great demand, such as telemedicine, 

financial technology, and public safety, are witnessing rapid adoption of edge computing. 

 

III. CASE STUDY 

A. Smart Grid 

Smart Grids, which are modern power grids that generate massive amounts of data every second. To translate this data into useful 

information and knowledge that can be used for Smart Grid operations and services, advanced data analytic methods are necessary. 

These data analytics rely on information and communication technologies (ICTs), which play a crucial role in data gathering, 

transmission, and processing.  

Smart Grids are an essential component of the modern power grid and are becoming increasingly important as we move towards a 

more sustainable future. 
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Fig.1 The structure of EC in SGs 

B. Smart Home 

Smart Homes,  are homes equipped with smart devices that can be connected to the internet. Smart homes have become an essential 

component of the Internet of Things (IoT) due to the rapid development and use of smart devices. Smart devices such as smart TVs, 

smart lights, and robot vacuums have been invented to make our lives more convenient and pleasant. However, experts are 

concerned about the security of smart homes due to the widespread use of smart gadgets. Smart homes are vulnerable to various 

types of assaults that could compromise users' privacy. Therefore, minimizing the amount of data transported to the cloud can aid in 

improving the privacy and security of users. 

 

C. Smart Agriculture 

Smart Agriculture, which involves using a variety of Information and Communication Technologies (ICTs) to increase productivity 

in a sustainable and profitable way. Smart Agriculture is technology-agnostic and envisions the provision of a set of technologies 

that can be used as needed depending on the situation. These technologies can be used at any point along the agricultural value 

chain, from the farmer to the consumer. The adoption of ICTs in the agriculture industry is challenging, but it is expected to expand. 

Smart Agriculture has well-documented advantages such as cost-effectiveness and sustainability. The market for smart agriculture 

goods is expected to grow significantly in the coming years. 

 

 
Fig.2 The assistance of Edgecomputing in agriculture 
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D. Cloud Computing 

Cloud Computing, which is a computing paradigm that involves connecting geographically dispersed devices and equipment to 

cloud data centers. Cloud computing is a centralized approach that makes centralized judgments and issues control commands. 

However, it has some limitations, including limited bandwidth resources, heterogeneous contexts, and privacy issues. Cloud 

computing is insufficient to accommodate some IoT applications that require a quick reaction time, include sensitive data, or 

generate a large amount of data, putting a strain on networks. 

 
Fig.3 Deployment of Edgecomputing in Cloud Gaming 

 

E. Content Delivery Networks 

Content Delivery Networks (CDNs), which are large distributed systems of cache servers that allow Internet content to be replicated 

across several locations. The fundamental goal of CDNs is to bring material closer to end-users to increase delivery system speed 

and reduce media application network footprint. CDNs fetch material from the closest known cache server, dramatically lowering 

content delivery latency and improving the user experience of using the service. CDNs can replicate a variety of dynamic and static 

material, such as streaming audio/video and software releases, using various strategies such as DNS-based redirection, URL 

rewriting, and HTTP redirection. CDNs are frequently used by businesses that offer material via networks because of their 

versatility and support for numerous types of information. Effective CDN service placement is a critical issue with implications for 

a wide range of large-scale systems, as CDN traffic today accounts for a sizable amount of Internet traffic. 

 
Fig.4 The arrangement of a vCDN. 
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F. Smart health 

Smart Health, which is a context-aware evolution of mobile health that uses wireless communication technology to empower 

healthcare stakeholders with innovative tools and solutions that potentially transform service delivery. Smart Health systems make 

use of a variety of wireless sensors, cameras, and controllers that allow for automatic patient identification and tracking, correct 

drug-patient associations, and rigorous real-time vital sign monitoring to detect clinical deterioration early. All of this generates a 

large volume of data that must be transmitted, processed quickly, and stored while maintaining privacy. Given these criteria, the 

traditional cloud computing paradigm becomes unsuitable for Smart Health, as a centralized method will not be able to deliver a 

sufficient level of scalability and responsiveness, and will impose an extremely high traffic burden on communication networks. As 

a result, a new approach known as Multi-access Edge Computing (MEC) has arisen, which is described as the ability to process and 

store data at the network's edge, i.e., close to the data sources. The benefits of MEC in a Smart Health setting are numerous, 

including faster response times, lower energy usage for battery-operated devices, reduced network bandwidth use, secure 

transmission, and data privacy. 

 
Fig.5   Smart health system architecture 

 

G. Edge Computing in oil Field 

Oil Field, which is the implementation of digital technology in field operations, often known as "on-the-edge" computing. The oil 

and gas sector has benefited substantially from new digital capabilities in recent years, which have resulted in numerous step 

improvements in performance across the E&P value chain. Edge Computing and Industrial Internet of Things (IIoT) technology 

have just emerged, and they have had a favorable impact on manufacturing operations. These new technologies are paving the way 

for the oilfield's next wave of digital revolution. Powerful Edge Computing enables data contextualization at the point of generation, 

resulting in meaningful actionable insights being delivered on-site. As a result, the cost of data transmission and storage is greatly 

lowered. Furthermore, the raw data and/or actionable insights can be sent back to big data environments like the cloud or used for 

automation at the edge, resulting in a distributed intelligent environment, or the Internet of Intelligent Things. Edge applications—

performance-enhancing domain-specific workflows and algorithms based on machine learning or artificial intelligence—are used to 

achieve automation and/or control. To enable fully autonomous operations, these applications can also be used in a variety of 

network settings, including as cellular, WiFi, and fixed access technologies. 

 
Fig.6 The use of edge gateway 
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H. Edge Computing for Autonomous Driving 

The purpose of Autonomous Driving Edge Computing Systems is to ensure that autonomous vehicles are safe. This is exceedingly 

difficult since autonomous vehicles must handle massive amounts of data in real-time while adhering to extremely tight latency 

limits. For example, if an autonomous vehicle goes at 60 miles per hour (mph) and has a braking distance of around 30 meters, the 

autonomous driving system must detect probable threats up to a few seconds ahead of time. As a result, the safer the autonomous 

car is, the faster the Autonomous Driving Edge Computing System conducts these sophisticated computations. The Autonomous 

Driving Edge Computing System's overarching challenge is to efficiently integrate the functional modules, including interactions 

with edge servers and V2X infrastructure, to process a massive amount of heterogeneous data in real-time while staying within a 

limited energy budget and without jeopardizing user security. To achieve this, state-of-the-art approaches in these domains, as well 

as prospective solutions to these problems, are examined in this research. The Edge Computing architecture for Autonomous 

Driving is shown in Figure 7, which demonstrates how the functional modules interact with edge servers and V2X infrastructure to 

process a massive amount of heterogeneous data in real-time. 

  
Fig.7 Autonomous driving edge computing architecture. 

 

IV. CONCLUSION 

It is clear that Edge Computing is a rapidly growing technology that has the potential to revolutionize the way we process and 

analyze data. By bringing computing power closer to the source of data, Edge Computing can significantly reduce latency, improve 

data security, and enable real-time decision-making. From Smart Health to Autonomous Driving and Oil Field operations, Edge 

Computing is being implemented in a variety of industries to improve efficiency, reduce costs, and enhance safety. As the 

technology continues to evolve, we can expect to see even more innovative use cases emerge. Overall, Edge Computing is a 

promising technology that has the potential to transform the way we live and work. 
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