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Abstract: Face recognition is a technique for recognizing or validating an individual's identification by looking at their face. 

Face recognition software can identify persons in photographs, videos, or in real time. During police stops, officers may use 

mobile devices to identify persons. Computer vision is a method for understanding how photos and movies are stored, as well as 

manipulating and retrieving data from them. Artificial Intelligence relies on or is mostly based on computer vision. Self-driving 

cars, robotics, and picture editing apps all rely heavily on computer vision. The software used is OpenCV Library which is useful 

to display and process the image produced by webcam. In this paper, we employ Haar Cascade Classifier in an image processing 

of user face to render the face detection with high accuracy. 
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I.  INTRODUCTION 

Security issues are an imperative portion of life . A crucial connect in security chain is the identification of clients who will enter the 

room. This paper depicts the model of a secured room get to control framework based on confront acknowledgment. The framework 

comprises a webcam to distinguish faces and a solenoid entryway bolt for getting to the room. Each client  identified by the webcam 

will be checked for compatibility with the database within the framework. In the event that the client has get to rights at that 

point the solenoid entryway bolt will open . 

 

A. Raspberry Pi 4 with Pi-Cam 

 
Fig -1: Raspberry Pi 4 and Pi-Cam 

 

We are using raspberry pi (4 model B) which has  Wi-Fi and Bluetooth module installed, as the primary handling chip. This 

raspberry pi module has capability to figure the result like a computer simply in a small-scale size variant. We can in fact interface 

the mouse and console to this module. We have utilized a 32GB miniature SD card as inward memory to store booting records and 

introduced the Raspbian OS. The contribution to it is given by ceaseless spilling of pictures by means of pi-Cam. This Pi-Cam is 

being associated with the raspberry pi module through the CSI port. 
 

B.   Solenoid Lock 

                                          
Fig -2: Solenoid door lock. 
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For opening and closing door, we are using solenoid lock. The solenoid lock denotes a latch for electrical locking and unlocking. It 

is available in unlocking in the power-on mode type and locking and keeping in the power-on mode type, which can be used 

selectively for situations.  

II.  ARCHITECTURE AND DESIGN 

A. Design 

 

 
Fig -3: System framework 

 

Figure 2 shows the framework of a protected room access system. When the room's user wishes to enter, a webcam positioned on 

the entrance captures the user's face. If the face is identified, the Raspberry Pi will send a relay order to open the solenoid door lock 

on the room's door. If the face is not recognised, it will remain close. The solenoid door lock will automatically close the door once 

the room user enters. 

 

B.   Image Processing  

 
Fig -4: Flowchart of the proposed system. 

 

Image processing is a technique for analysing pictures, extracting relevant information, and performing actions on them. It's a type 

of signal processing in which the input is an image and the output is an image or qualities/properties connected to it. First, we'll send 

a stream of photographs from the pi-cam. The OS already has the essential camera libraries loaded. There are computations for 

photographing, videotaping, and finally computing frames per second. Because OpenCV interacts with BGR images, the final image 

is converted from BGR to RGB using certain methods. Then we created a Region of Interest (ROI) where the true detection would 

take place. For proper image analysis, this ROI undergoes transformation changes. Following that, picture thresholding is used to 

convert the grayscale image captured by the pi-cam into a highly contrasted image. 
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III. OUTPUT 

 

                                     
Fig -5: Captured image that was recorded and connected to Raspberry Pi. 

IV. CONCLUSION 
A Secured Door Lock System Based on Face Recognition with the Raspberry Pi and GSM Module is presented in this paper. We 

created a system that gives users with door security locks, comfort, connivance security, and energy efficiency. This technology can 

be used to verify identity at home, in banks, and in other public locations. We used a combination of webcam, Raspberry Pi, relay, 

solenoid door lock, and GSM module to create this system. To detect the face, we employed the Haar Cascade classifier approach, 

and to recognise the face, we used the Local Binary Pattern Histogram (LBPH). Various operations have been successfully tested, 

and the results have been documented. 

V. FUTURE SCOPE 
Our project also expands in the field of security. We can implement this project in military establishments. This can also be used as 

a smart door lock system for house, and it will work fantastic. We can also use face recognition in colleges, for the use of taking 

attendance. 
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