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Abstract: HAR is a field of study that aims to develop algorithms and techniques for automatically identifying and classifying 
human activities.  Different people can execute an activity in various ways, and the same action might have numerous versions. 
Modern human activity recognition systems are largely taught and utilised on video stream and picture data in order to identify 
the features and activities, variations in the data having similar or related movements. Human-to-human and human-computer 
contact both heavily rely on human activity recognition. Systems that are manually operated take much longer and cost more 
money. The goal of this project is to develop a quicker, more affordable system for recognizing human activity and detect threats 
proactively through live camera. This system will help the end user in a variety of applications, such as surveillance and 
assistance in examination centres, hospitals, restricted areas, banks etc. by identifying the activity being carried out in the video 
or picture and give out alerts if detected any suspicious activity. Not only will this system be affordable, but it also functions as a 
utility-based system that can be integrated into a variety of applications to speed up and assist with various tasks that require 
recognition, which will result in significant time savings and high accuracy. 
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I. INTRODUCTION 
The increasing demand for advanced security measures in military restricted areas has prompted the development of various 
technologies to aid in monitoring and safeguarding these areas. One such technology is Human Activity Recognition (HAR), which 
utilizes machine learning algorithms to identify and classify human actions and behaviours. HAR methods use deep learning 
techniques, such as CNN and RNN to process data and classify Human activities. In this project, our aim is to develop a HAR 
model for military restricted areas. We are using here Google's Teachable Machine. It is web-based platform available in Python and 
JavaScript which works by training the model and classifying activities according to the provided datasets to the model. The 
objective of our study is to create a real-time system that can accurately detect and classify human activities, thereby enhancing 
security and situational awareness in restricted areas. In this paper, we present the methodology and results of our study, 
highlighting the potential benefits of this approach for improving security measures in military environments and we are committed 
to contributing to the development of innovative and effective solutions for military security. Overall, HAR has the potential to 
revolutionize many fields and improve our understanding of human behaviour. With continued research and development, HAR will 
become increasingly accurate and reliable, enabling a wide range of applications and benefits for society. 

 
II. SYSTEM DESIGN 

The model detects humans and recognize their actions or movements in the surrounding. The model is trained in such a way that it 
classifies the activities based on the given conditions, and give out an alert if found suspicious.  

Fig.1 Basic Flow of our System 
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We have used a very popular deep learning technology for detecting human and classifying the activities performed by human. We 
have used teachable machine for video capturing, pose detection and preditcion. Teachable machine is a TensorFlow library which is 
used in python and JavaScript both. It works by training the models by providing datasets and using them to classify the activities 
without any external source. Our system works by capturing the frames from live surveillance through web cam or camera.   
The captured data is further trained by the deep learning techniques by providing the architectural algorithm, no. of epochs, batch 
size, learning rate and no. of layers for feature extraction. This data is used to classify the activities based on our trained model. 
The working of our model is like when the application starts, live capturing begins. Live capturing is done by the web cam or 
camera. On detection of a person in the camera the activities of that person will be tracked based on what the model is trained. The 
screen will display the classification of that particular activity either into normal or suspicious. 
When an activity is found to be illegal or suspicious an alarm is raised in order to aware the admin about something suspicious 
happening in the restricted area. In addition to alarm, we have set a calling feature which will automatically make a call to the admin 
to make him respond quickly to the ongoing suspicious activity. 
If an activity is found to be legal the flow will start again. The model will be used to prevent suspicious activities and will ensure 
security to the restricted areas. 

 
III. SYSTEM IMPLEMENTATION 

The implementation of this system has different phases like Data collection, pre-processing, activity recognition and alert 
generation. 

 
 
 
 
 
 
 
 
 
 
 
 
 
 

Fig.2 Architecture of the implemented system 
 

The first step is to collect the data. Teachable machine gives us flexibility of selecting any type of data that model needs to classify 
such as images, sounds or poses. So here we made use of the Pose model. The web cam will start capturing the data for training the 
model. Here, we have created our own dataset to train the model. 
 

A. Pre-processing 
The input data is pre-processed and converted into the format that can be used by ML algorithm.  
User should create the classes with labels that he/she wants the model to classify. Pre-processing involves some techniques  such as 
Normalization, scaling, Feature Extraction and segmentation. After identifying the relevant features, Model will be used to train the 
data.  

 
B. Train Model 
This model is trained using our own dataset. 
In teachable machine models are trained using classes, we need to create various classes and assign labels to them accordingly. 
Model is trained using labelled data to classify into normal or suspicious class. If the data is found to be normal, model will work 
properly and if found illegal it will give out an alert. 
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Fig.3 Training the Model 
 

When an image is taken as data input from the web cam it is further trained to make predictions. While the training phase, the data 
goes through Number of feature extraction techniques using CNN methods in order to extract proper features from it. Later the 
predictions are made based on the trained model and different classes are given out as results provided accuracy of each class. 

 
C. Test Model 
This step helps to determine the accuracy and performance of the trained model. 

 
IV. ALGORITHM 

We have used a very popular deep learning technology for detecting human and classifying the activities performed by human. Live 
Video Capturing will start whenever the admin starts the Video Surveillance. 
1) Input is taken from live video Capturing. 
2) Human detection by using Teachable machine. 
3) Data Preparation and feature extraction using CNN algorithm. 
4) Activity classification using Tensorflow.js (model) Between Legal and illegal. 
5) On suspicious activity detection alarm is given and call is sent to admin.  

 
V. RESULTS 

So here we have classified the activities whether it is Normal or Suspicious.  
1) Normal Activity 
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2) Suspicious Activity 
 
 
 
 
 
 
 
 
 
 
 
 
 

 

3) Call alert sent to Admin  

 
 

VI. CONCLUSION 
This paper provides a real time solution for surveillance of restricted military areas. We propose to implement the given solution 
with the help of Machine learning techniques and a comparative study of different methodologies. Teachable machine substantially 
increases the output by automatically learning features from raw data, making motion tracking a promising application. In addition, 
we demonstrate that our method is accurate and versatile. It can recognize the human actions and detect the illegal or suspicious 
activities accordingly assuring security of the areas. Although the proposed method can achieve better results than other methods for 
activity detection, the accuracy of activity recognition still needs to be improved.  
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