
 

13 IV April 2025

https://doi.org/10.22214/ijraset.2025.68272



International Journal for Research in Applied Science & Engineering Technology (IJRASET) 
                                                                                           ISSN: 2321-9653; IC Value: 45.98; SJ Impact Factor: 7.538 

                                                                                                                Volume 13 Issue IV Apr 2025- Available at www.ijraset.com 
     

112 ©IJRASET: All Rights are Reserved | SJ Impact Factor 7.538 | ISRA Journal Impact Factor 7.894 | 

Implementing Real-Time Anomaly Detection in 
Mobile Security Logs Using Artificial Intelligence 

 
Mr. Ashish Vishwakarma1, Prof. Niresh Sharma2 

1M.Tech Scholar, 2Guide, Department Computer Science & Engineering, Sarvepalli Radhakrishnan University, Bhopal (M.P) 
 
Abstract: With the increasing reliance on mobile applications, security threats such as unauthorized access, malware attacks, 
and network intrusions have become more sophisticated. Traditional rule-based security mechanisms often fail to detect novel 
and evolving threats, necessitating the integration of Artificial Intelligence (AI) for real-time anomaly detection. This study 
proposes an AI-driven framework for identifying anomalies in mobile security logs using machine learning (ML) and deep 
learning (DL) models. The research employs Isolation Forest, Autoencoders, and Long Short-Term Memory (LSTM) networks 
to analyze security log patterns and detect malicious behavior dynamically. The results demonstrate that the LSTM-based model 
outperforms other approaches, achieving 96.8% accuracy with a low false positive rate (3.1%), making it the most effective 
model for real-time threat detection. The system is integrated with a Flask-based API, enabling mobile applications to transmit 
logs for continuous monitoring and automated anomaly detection. Despite its effectiveness, the LSTM model requires 
optimization for real-time processing, and future work will focus on reducing computational overhead through model 
compression techniques. This study contributes to the advancement of AI-based mobile cybersecurity, providing an adaptive and 
scalable solution for protecting mobile users against emerging threats. 
Keywords: Cybersecurity, Mobile Security, Anomaly Detection, Artificial Intelligence, Machine Learning, Deep Learning, Real-
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I. INTRODUCTION 
The rapid proliferation of mobile devices has fundamentally transformed the digital landscape, offering unprecedented convenience 
and connectivity. However, this surge in mobile technology usage has been paralleled by a significant escalation in security threats 
targeting mobile applications. Traditional security measures, predominantly reliant on signature-based detection systems, have 
proven inadequate against sophisticated and evolving cyber threats, including zero-day exploits and polymorphic malware 
(Milosevic & Huang, 2019). In response to these challenges, the integration of Artificial Intelligence (AI) into cybersecurity 
frameworks has emerged as a pivotal advancement. AI-driven approaches, particularly those utilizing machine learning (ML) and 
deep learning (DL) techniques, offer dynamic and adaptive security solutions capable of identifying and mitigating anomalies in 
real-time (Sarkar et al., 2022). These intelligent systems analyze vast amounts of data to discern patterns of normal behavior, 
thereby detecting deviations that may signify malicious activities. 
The focus of this research is to develop and implement a real-time anomaly detection system tailored for mobile security logs. 
Mobile security logs encompass a wealth of information, including user authentication attempts, network traffic data, system calls, 
and application permissions. Analyzing these logs through AI models enables the identification of irregularities that could indicate 
security breaches or malicious intent. By employing unsupervised learning techniques, such as Autoencoders, Isolation Forests, and 
Long Short-Term Memory (LSTM) networks, the proposed system aims to detect anomalies without relying on predefined 
signatures, thus enhancing the capability to identify novel threats (Milosevic & Huang, 2019). 
The implementation of such a system addresses the critical need for proactive security measures in the mobile landscape. Real-time 
anomaly detection not only facilitates immediate response to potential threats but also contributes to the continuous improvement of 
security protocols by learning from detected anomalies. This approach signifies a shift from reactive to proactive cybersecurity 
strategies, leveraging AI to safeguard mobile applications against an ever-evolving threat landscape. 
 
A. Problem Statement 
Security logs generated by mobile applications contain rich information that can be analyzed to detect anomalies. However, existing 
methods often fail to provide real-time detection due to high false positives and the inability to detect unknown threats. This 
research addresses these challenges by implementing an AI-driven anomaly detection system for mobile security logs. 
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B. Research Objectives 
1) Develop a real-time anomaly detection system using ML/DL models. 
2) Analyze mobile security logs to identify unusual patterns. 
3) Compare the efficiency of unsupervised ML models for anomaly detection. 
4) Reduce false positive rates while maintaining high accuracy. 
 

II. LITERATURE REVIEW 
The integration of Artificial Intelligence (AI) into cybersecurity has significantly advanced anomaly detection in mobile security 
logs. Traditional signature-based methods often fall short in identifying novel threats, necessitating adaptive and intelligent systems. 
AI-driven approaches, particularly those utilizing machine learning (ML) and deep learning (DL), have emerged as effective 
solutions for real-time anomaly detection. 
Milosevic and Huang (2019) explored the application of deep learning techniques in Android malware detection. They proposed a 
method leveraging Long Short-Term Memory (LSTM) networks and encoder-decoder architectures to analyze dynamic features 
such as CPU, memory, and battery usage. Their system successfully identified anomalies indicative of malicious behavior, 
achieving an F1-score of 79.2%. This study underscores the potential of DL models in capturing complex temporal patterns within 
mobile security logs. 
Vella and Colombo (2021) introduced "SpotCheck," an on-device anomaly detection framework for Android platforms. Their 
approach utilized Kernel Principal Component Analysis (KPCA) and Variational Autoencoders (VAE) to process system call traces 
and memory dumps. The framework effectively detected previously unseen malware by identifying deviations from established 
behavioral baselines, highlighting the importance of unsupervised learning techniques in real-time anomaly detection. 
In the realm of encrypted traffic, AI-based anomaly detection has also shown promise. A systematic review by researchers in 2023 
examined various AI-driven techniques for detecting anomalies over encrypted traffic. The study highlighted the use of both 
traditional ML algorithms, such as Random Forests and XGBoost, and DL models, including Convolutional Neural Networks 
(CNNs) and autoencoders. The review emphasized the necessity of feature extraction from packet metadata and statistical 
characteristics, given the challenges posed by encryption in traffic analysis. 
Furthermore, the application of AI in anomaly detection extends beyond malware identification. Mokhtari et al. (2020) proposed a 
hybrid model combining Generalized Autoregressive Conditional Heteroskedasticity (GARCH), K-means clustering, and Neural 
Networks to analyze Call Detail Records (CDRs) in cellular networks. Their approach aimed to predict call volumes and detect 
anomalies in network traffic, demonstrating the versatility of AI-based models in various aspects of mobile security. 
Recent advancements have also seen the deployment of AI-driven tools in practical scenarios. For instance, iVerify's Mobile Threat 
Hunting feature, launched in 2024, combines malware signature detection, heuristics, and machine learning to scan iOS and Android 
devices for spyware. This tool has successfully identified multiple instances of Pegasus malware, illustrating the efficacy of AI-
enhanced security applications in real-world environments. 
Collectively, these studies and developments underscore the critical role of AI in enhancing the detection of anomalies within 
mobile security logs. The dynamic and evolving nature of cyber threats necessitates continuous innovation in AI methodologies to 
ensure robust and real-time protection for mobile users. 
 

III. METHODOLOGY 
The research methodology for this study is structured to develop and implement a real-time anomaly detection system for mobile 
security logs using artificial intelligence. The proposed approach follows a systematic process, beginning with data collection, 
followed by preprocessing, feature extraction, model selection and training, and real-time deployment for anomaly detection. 
The first phase involves data collection, where mobile security logs are sourced from publicly available datasets, such as the 
CICIDS and DARPA intrusion detection datasets, as well as logs from real-world mobile security applications. These logs contain 
crucial security-related events, including user authentication attempts, system calls, network traffic records, and application 
permissions. Since mobile security logs are often unstructured, data preprocessing is performed to remove inconsistencies, 
normalize timestamps, and filter redundant information to enhance data quality. 
Next, feature extraction is conducted to transform raw security logs into structured data suitable for machine learning. Important 
features such as login frequency, device activity patterns, CPU and memory usage, network packet characteristics, and application 
execution behaviors are selected based on their relevance to security threats. Feature selection techniques like Principal Component 
Analysis (PCA) and Recursive Feature Elimination (RFE) are used to improve model efficiency by reducing dimensionality. 
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For anomaly detection, the study implements and compares multiple machine learning and deep learning models. The primary 
models used include Isolation Forest, Autoencoders, and Long Short-Term Memory (LSTM) networks. Isolation Forest is an 
unsupervised learning method that isolates anomalies by recursively partitioning data points. Autoencoders, a type of neural 
network, learn to reconstruct normal behavior and identify anomalies when reconstruction errors exceed a predefined threshold. 
LSTM networks, designed for sequential data processing, are particularly effective in analyzing time-series security logs, capturing 
temporal patterns that indicate abnormal activities. During the model training and evaluation phase, the dataset is split into training 
(80%) and testing (20%) subsets. Hyperparameter tuning is performed using grid search and cross-validation techniques to optimize 
model performance. The models are evaluated using standard performance metrics, including Accuracy, Precision, Recall, F1-score, 
and False Positive Rate (FPR). A comparative analysis is conducted to determine the most effective model for detecting anomalies 
in mobile security logs. Finally, the trained model is deployed in a real-time environment for continuous security monitoring. The 
model processes incoming security logs and assigns an anomaly score to each event. If an event surpasses a predefined anomaly 
threshold, it triggers an alert for further investigation. A Flask-based API is developed to integrate the anomaly detection system 
with mobile security applications, enabling real-time threat detection and automated response mechanisms. 
By leveraging artificial intelligence, this methodology aims to enhance mobile security by identifying malicious activities in real-
time, reducing false positives, and improving overall threat detection accuracy. The study contributes to the growing field of AI-
driven cybersecurity by providing an efficient and adaptive solution for protecting mobile applications from evolving security 
threats. 

IV. IMPLEMENTATION 
The implementation of the real-time anomaly detection system consists of three primary stages: Dataset preparation, Model Training 
& Testing, and Deployment. The details of each stage are described below. 
 
A. Dataset 
The dataset used for this study comprises mobile security logs collected from real-world mobile applications, publicly available 
intrusion detection datasets, and synthetic log generation to cover a variety of threat scenarios. 
Dataset Name Source Data Type Purpose 
CICIDS 2017 Canadian Institute for 

Cybersecurity 
Network traffic logs, system calls Detecting intrusion and abnormal 

network activity 
DARPA 1998 IDS 
Dataset 

DARPA (Defense Research) System event logs, authentication 
attempts 

Detecting unauthorized access & 
malicious activity 

Android Security 
Logs 

Custom logs from real apps Mobile device logs, 
CPU/memory usage 

Analyzing mobile-specific threats 

Synthetic Log Data Custom-generated Simulated attack patterns Training AI models to detect rare 
attack types 

 
Interpretation 
 The CICIDS 2017 and DARPA datasets provide a strong foundation for training AI models on various security threats. 
 Android Security Logs allow the model to focus on mobile-specific anomalies, including unauthorized application behavior. 
 Synthetic logs help in covering edge-case scenarios where real attack data is scarce. 
 
B. Model Training & Testing 
The study employs multiple AI models, including Isolation Forest, Autoencoders, and LSTM Networks, to determine the most 
effective approach for anomaly detection in mobile security logs. The training and testing process follows an 80-20 data split. 
Model Algorithm Type Training 

Time 
Accuracy 
(%) 

Precision 
(%) 

Recall 
(%) 

F1-Score 
(%) 

False Positive Rate 
(FPR) 

Isolation 
Forest 

Unsupervised 
ML 

30 min 92.5 91.3 89.7 90.5 5.2 

Autoencoder Deep Learning 1 hr 15 min 94.1 93.5 90.8 92.1 4.6 
LSTM 
Network 

Deep Learning 2 hr 30 min 96.8 95.7 94.3 95.0 3.1 
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Interpretation 
 LSTM Networks perform the best due to their ability to capture sequential patterns in security logs, achieving the highest 

accuracy (96.8%) and the lowest false positive rate (3.1%). 
 Autoencoders provide good results but take longer training time due to their deep neural network architecture. 
 Isolation Forest, though effective, has a higher FPR (5.2%), which may cause unnecessary security alerts. 
 
C. Deployment 
Once trained, the best-performing model (LSTM Network) is deployed in a real-time security monitoring system for mobile 
applications. 

Deployment Step Technology Used Purpose 

Model API 
Integration 

Flask API Allows mobile applications to send logs for analysis 

Real-time Processing TensorFlow, Scikit-learn Runs the trained AI model to classify logs in real-
time 

Anomaly Scoring AI Model Inference Assigns an anomaly score to each log entry 

Security Alerts Push Notifications, 
Webhooks 

Notifies security teams when a threshold is breached 

System Logs Storage AWS S3, MySQL Database Stores logs for auditing and model improvement 

 
Interpretation 
 Flask API is used to provide a seamless way for mobile applications to communicate with the anomaly detection system. 
 TensorFlow and Scikit-learn ensure fast and accurate inference of security logs in real-time. 
 Push notifications & webhooks trigger instant alerts for potential security threats. 
 AWS S3 and MySQL are used for logging detected anomalies, allowing for future retraining and analysis. 
 

V. RESULTS AND DISCUSSION 
This section presents the evaluation results of the proposed AI-based real-time anomaly detection system for mobile security logs. 
The effectiveness of the models is assessed using key performance metrics, including accuracy, precision, recall, F1-score, and false 
positive rate (FPR). The results are interpreted to determine the best-performing model for real-time anomaly detection. 
 
A. Performance Comparison of AI Models 
The models—Isolation Forest, Autoencoders, and LSTM Networks—were tested on a real-world dataset containing mobile security 
logs. The following table summarizes their performance. 
 

Model Accuracy (%) Precision (%) Recall (%) F1-Score (%) False Positive Rate (FPR) Training Time 
Isolation Forest 92.5 91.3 89.7 90.5 5.2 30 min 
Autoencoder 94.1 93.5 90.8 92.1 4.6 1 hr 15 min 
LSTM Network 96.8 95.7 94.3 95.0 3.1 2 hr 30 min 

 
Interpretation 
 The LSTM Network outperforms the other models, achieving 96.8% accuracy with the lowest false positive rate (3.1%). This 

demonstrates its effectiveness in detecting sequential anomalies in mobile security logs. 
 Autoencoders perform well, with an accuracy of 94.1%, making them suitable for anomaly detection but slightly inferior to 

LSTM in terms of recall and precision. 
 Isolation Forest, while efficient, has a higher false positive rate (5.2%), leading to more false alerts, which may reduce system 

reliability. 
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B. Detection Rate of Different Attack Types 
To evaluate the robustness of the proposed system, we tested its ability to detect different types of mobile security threats, including 
unauthorized access, malware behavior, and network anomalies. 
 

Attack Type Detection Rate (LSTM, %) Detection Rate (Autoencoder, %) Detection Rate (Isolation Forest, %) 
Unauthorized Access 97.5 95.2 91.0 
Malware Activity 96.1 94.0 90.5 
Network Anomalies 95.8 93.7 89.8 
Data Exfiltration 96.3 94.4 90.1 

 
Interpretation 
 The LSTM-based model has the highest detection rate across all attack types, particularly in detecting unauthorized access 

(97.5%) and malware activity (96.1%). 
 Autoencoders perform well, though they slightly underperform in detecting network anomalies and data exfiltration. 
 Isolation Forest struggles with detecting network anomalies, indicating that tree-based models may not be the best approach for 

dynamic attack patterns. 
 
C. Computational Efficiency and Real-Time Processing 
A real-time anomaly detection system must be computationally efficient to provide instant threat detection. The table below shows 
the time taken by each model to analyze a batch of 1,000 security log entries in a real-time system. 

Model Processing Time per 1,000 Logs (Seconds) Real-Time Feasibility 
Isolation Forest 1.2 High 
Autoencoder 3.8 Moderate 
LSTM Network 5.2 Moderate 

 
Interpretation 
 Isolation Forest is the fastest model, making it highly feasible for real-time implementation. However, its lower accuracy and 

higher false positive rate reduce its reliability. 
 LSTM and Autoencoders take longer to process logs but offer significantly better detection accuracy, making them more 

suitable for high-security environments where detection quality is crucial. 
 Optimization strategies such as model pruning and hardware acceleration can be implemented to reduce LSTM’s inference time 

and make it more suitable for real-time applications. 
 
D. False Positives and False Negatives Analysis 
False positives (incorrectly flagged benign events) and false negatives (missed anomalies) are critical factors affecting the usability 
of an anomaly detection system. 
 

Model False Positives (%) False Negatives (%) 

Isolation Forest 5.2 7.8 

Autoencoder 4.6 5.4 

LSTM Network 3.1 2.8 

 
Interpretation 
 LSTM significantly reduces false positives and false negatives, enhancing its reliability in real-world applications. 
 Autoencoders also perform well but have slightly higher false negatives, meaning they might miss some security threats. 
 Isolation Forest has the highest false positive and false negative rates, leading to potential usability issues. 
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E. Discussion of Findings 
Based on the results, the LSTM Network is the most effective model for real-time anomaly detection in mobile security logs. It 
provides the best balance between accuracy, precision, recall, and low false positives, making it a strong candidate for deployment 
in security applications. However, its longer processing time suggests the need for further optimization techniques, such as model 
quantization and GPU acceleration, to enhance real-time performance. 
The study also highlights the importance of using sequential data analysis in anomaly detection, as demonstrated by the superior 
performance of LSTMs compared to tree-based models (Isolation Forest). Furthermore, Autoencoders prove to be a strong 
alternative, particularly when computational efficiency is a concern. 
 

VI. CONCLUSION AND FUTURE WORK 
The study successfully developed an AI-driven real-time anomaly detection system for mobile security logs, demonstrating that 
deep learning models, particularly LSTM networks, provide superior accuracy in identifying unauthorized access, malware activity, 
and network anomalies. The evaluation results showed that LSTM-based models achieved high precision and recall while 
maintaining a low false positive rate, making them the most effective approach for detecting dynamic security threats. Although 
Autoencoders also performed well, they were slightly less accurate, while Isolation Forest proved to be computationally efficient but 
less reliable due to higher false positives. Despite its effectiveness, the LSTM model requires optimization to improve real-time 
processing speed, which remains a challenge for mobile applications with limited computational resources. Future work should 
focus on model optimization through techniques like quantization, GPU acceleration, and federated learning to enhance efficiency 
while maintaining detection accuracy. Additionally, integrating hybrid AI models that combine traditional machine learning and 
deep learning techniques could further improve performance. Exploring privacy-preserving approaches such as differential privacy 
and edge-based anomaly detection will also be essential to ensure secure and scalable mobile security solutions. 
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