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Abstract: Everyday every female irrespective of their age face lot of security issues while stepping out of the houses, in today’s 
world women’s safety  has become one of the major problem Women have alwaysbeen vulnerable. Even with technology 
advancements, women are still unsafe anywhere. There are many places where they are vulnerable -including lonelyroads and 
abandoned places.  In light of the current crime situation with women, a smart safety app based on the Internet of Things was 
suggested An IoT smart device that incorporates GPS, a panic button, a watch me button, and a web interface is used to provide 
the victim with her current location upon pressing a button. 
 

I. INTRODUCTION 
Currently, women are keeping up with men in every aspect of their life, but at the price of being abused, harassed, and brutalized by 
both men and women in public and in private. They cannot leave their homes at any time of the day, they cannot dress according to 
their own preferences. Due to the aforementioned factors, it is quite obvious that women in the country face a specific kind of 
stigma that not only erodes their sense of freedom, but also undermines their trust and dreams. 
Although technological advancement has reached almost all facets of society, its benefits can now be utilized to address societal 
concerns by intelligently implementing current technology. In order to combat this fear-filled lifestyle, the Internet of Things (IoT) 
is being used as a tool to eliminate external objects that can be viewed online. An ever-growing network of physical objects with 
internet connectivity IP addresses, as well as their interactions with other internet-enabled devices and systems, is called the internet 
of things. 
A typical Internet of Things (IoT) solution will offer advanced computer, network, and service connectivity that goes beyond 
machine-to-machine (M2M) communication and can address many different protocols, domains, and applications. By connecting 
embedded devices (including smart objects), automation can be implemented in almost all areas; advanced technologies, such as 
smart grids, can also be used to develop smart cities IoT (internet of things) is a relatively new phenomenon and it is in the process 
of rapidly evolving. 
Traditionally, automation engineering has been understood as a field of control engineering dealing with a number of electronic and 
electrical components. In our day-to-day lives, wireless based industrial automation is a major concern. Applications can be built to 
collect and transmit data through a modem to a server. The process automation sector predicts that wireless technology will grow at 
a high pace. Instruments such as these are used for several things, including monitoring, controlling, supervising, and managing 
operation. 
 

II. PROBLEM STATEMENT 
Women are the subject of exploitation inside and outside the home say whether on roads, trains, cabs, schools etc.  
Women occupy almost half the globe. But their survival has always been a question, when it comes to existence with honour and 
dignity. Women’s empowerment in the country can be brought once their safety and security is ensuring, either it may be at home, 
publics places or during travelling. 
 

III. RELATED WORK 
B.Vijayalakshmi in [1] proposed a scheme to improve the women safety by using GPS and gsm model.A small device with a buzzer 
and microcontroller is designed, and it can be placed on band or watch. When any insecure situation, the woman can make use of 
this device to send alert SMS by pressing this buzzer to predefined numbers(5 members). But this scheme cannot generate automatic 
alert SMS. Instead, it requires the human interaction during a panic situation.  
Rameshkumar.P in [2] described a scheme to identify the location of the individuals by using image metadata.A device GPS mapper 
is used to identify the location of a person using image and video by utilizing background metadata. With the help of GPS mapper, it 
can identify the altitude, longitude and position of a person who ha uploaded their images to social media. But this scheme cannot 
generate the image of a person who has not uploaded the image in the social media.  
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Charranzhou in [3 ] proposed a mechanism to find the trip ends while travelling or not - travelling by using the smartphones based 
on GPS tracking system. The author modelled a device using PR (Promoted Recall)technology and data-driven machine language to 
find the speed, distance, heading direction. These features are used to characterize the smart phone holders and identify the travel 
point identification. The author has tested PR technology in the random forest and accurately tracked the distance of trip ends This 
scheme will take many days to find the location of trip ends.  
Jakuryamaekawa in [4] proposed a scheme to determine user’s current location preference using user’s coordinate point, user’s 
location information is disclosed to external providers even if this is not user's wish. A local Wi-Fi network is used to detect a user's 
location privacy preference.This enables to save energy and protect a user's private location.The disadvantage is Wi-Fi won't be 
available at everywhere and will be limited in space. 
 

IV. CONCLUSION 
The proposed design will deal with critical issues faced by women and will help to solve them with technologically sound 
equipment and ideas. The merit of this work is it not only provides safety and it also provides security by means of self-defense 
mechanism. The crime against the women can be now brought to an end with the help of real system implementation of the 
proposed model. 
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