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Abstract: Adaptive opportunistic routing is a heart favorite’s topic for many researchers. In this synopsis, we are presenting a 
review of some modern adaptive opportunistic scheme for the wireless ADHOC network.  In comparison to cellular networks the 
ad hoc networks are more adaptable to changing physical conditions and traffic demands. The attenuation characteristics of the 
media are nonlinear due to the unpredictability of the wireless medium. The energy efficiency will be superior and increased 
special diversity will yield superior capacity and hence superior spectral efficiency. 
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I. INTRODUCTION 
The Ad hoc wireless networks are created by devices which are able to communicate with each other via the wireless medium 
without having to resort to a pre-existing infrastructure. The Wireless ad hoc networks also commonly known as Mobile Ad Hoc 
Networks (MANETs) can form stand-alone sets of wireless terminals. At the same time these terminals could also be sometimes 
connected to a cellular system or to a fixed network. The basic feature of the ad hoc networks is that they are self-configuring 
dynamic networks that do not require the intervention of a centralized administration.  It should not be considered that terminals 
within the ad hoc networks can only function as end systems with the end station only executing the applications. The  terminals in 
the ad hoc networks can function as intermediate nodes where they come into play by forwarding packets for other nodes. 
Therefore, there is the possibility of two nodes communicating, even in the case when they reside outside each others transmission 
ranges becomes possible because intermediate nodes existing within the ad hoc network can function as routers. Because of this 
reason the wireless ad hoc networks are termed as multi hop wireless networks. 

 
Figure 1: Routing Example 
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This is a routing technique in which all the sensor nodes play the same roles, such as collecting data and communicating with the 
sink, i.e. all the data collected in the remote area can be same or duplicated as all the sensor nodes work in the same way. Flat 
routing protocols distribute information as needed to any reachable sensor node within the sensor cloud.  
In this routing technique all the routing sensors in the network are clustered and a cluster head collects and aggregates the data and 
checks for redundancy of the data that is collected before it is sent to the sink. Energy depletion will be strongest in that head. This 
saves communication and processing work and also saves energy. 

 
Figure 2 : Adaptive Routing Concept 

 
In location-based routing, all the sensor nodes are addressed by using their locations. Depending upon the strength of the incoming 
signals, it is possible to calculate the nearest neighbor node’s distance. Due to obstacles in the network often the signal strength 
becomes weaker and nodes find it difficulty in finding the nearest neighbor nodes. All the nodes in the network exchange this data 
in order to know about neighboring nodes. This is useful for communicating and transferring information. As energy is the major 
factor of concern in routing protocols, location-based schemes demand that nodes should change their state from active to sleep 
mode when there is no activity. The more nodes in sleep mode, the more energy is saved. 
In comparison to cellular networks the ad hoc networks are more adaptable to changing physical conditions and traffic demands. 
The attenuation characteristics of the media are nonlinear due to the unpredictability of the wireless medium. The energy efficiency 
will be superior and increased special diversity will yield superior capacity and hence superior spectral efficiency. All these features 
make the ad hoc networks suitable for pervasive communications. A concept that is closely affiliated with 4G architectures and 
heterogeneous networks. The flexibility at various levels for instance distributed medium access control or dynamic routing poses 
new challenges in wireless ad hoc networks. 

II. LITERATURE SURVEY 
The authors A. Menaka Pushpaet. al. introduced a perfect trust model in the network layer and established secure route between 
source and destination without any intruders or malicious nodes. The existing AODV routing protocol has been modified in order to 
adapt the trust based communication feature. The proposed trust based routing protocol is equally concentrates both in node trust 
and route trust. The route trust plays an equal role with node trust. By using trust value the secure route can be established in the 
MANET. Here, the network security enhancement is completely performed in the lime light of trust value. In dynamic environment, 
the node can change its characteristics at any time. After the successful participation in the route establishment process, neighbor 
may behave like as a malicious node. To avoid this, the route trust process continuously monitors the active routes and calculates the 
current route trust value or the status of the route. Most of the previous works have been concentrated only in the node trust for 
establishing communication. This paper outlines three main operations; The Node trust calculation, The Route trust calculation and 
The Trust based route establishment and route monitoring process. Proposed model requires some adequate changes in the existing 
source initiated routing protocol. The modified AODV routing protocol establishes route among nodes based on the trust value. 



International Journal for Research in Applied Science & Engineering Technology (IJRASET) 
                                                                                           ISSN: 2321-9653; IC Value: 45.98; SJ Impact Factor :6.887 

   Volume 6 Issue I, January 2018- Available at www.ijraset.com 
     

 
633 ©IJRASET (UGC Approved Journal): All Rights are Reserved 

Using simulation results the performance of this protocol is not sufficient justified. In  future, AODV will be incorporate with other 
MANET routing protocols [1]. 
Authors Wenchao Huang, Yan Xiong, Depin Chen et. al. proposed a novel secure routing protocol DAAODV which is based on 
Ad-hoc On-demand Distance Vector routing (AODV). The DAAODV takes full advantage of trusted computing technology. It 
takes advantage of particularly the Direct Anonymous Attestation (DAA) and Property-based Attestation (PBA) protocols. The 
DAAODV is an anonymous protocol without requirement of Trusted Third Party (TTP). Authors propose an efficient signing and 
verification scheme to overcome the potential DoS attacks triggered by the low efficiency of DAA and PBA. The simulation results 
show that DAAODV is still efficient in discovering secure routes compared with AODV protocol. This paper presents a novel 
secure ad hoc routing protocol DAAODV which is anonymous and avoids TTP and prevents from malicious nodes and selfish 
nodes. It is using Direct Anonymous Attestation (DAA) to accomplish full anonymity in the routing protocol and use issuer instead 
of TTP. The main challenges in implementing this protocol is the cost of DAA and PBA protocol is a little high, therefore we 
choose an efficient DAA protocol and propose a new light weighted signing and verifying protocol to ease the problem. 
Experiments proves that it is still very efficient compared with AODV protocol. 
The DAAODV presents almost a fully protection of routing process and it can be more easily analyzed than other protocols for the 
hosts that could participate in the routing protocol have to run in an anticipated way. Extra cost of DAAODV via AODV is the 
establishment of secure link which uses DAA and PBA protocols. The DAA presented in this paper is very efficient in DA A Sign 
and DAA Verify though not efficient in join protocols. The future work is to make a fine-grained construction of the routing 
software, because the design of DAAODV on software level is a little coarse-grained. For example, there should be a concrete 
scheme of operating the PCRs, also it  should prove that the DAAODV can avoid attacks at the software level [2]. 
The Cuirong Wang, Shuxin Cai et. al. proposed a secure routing protocol based on multipath routing technology, namely AODVsec. 
It divides a data unit into several data pieces and transmits these pieces through different paths. After setting security level on each 
node, the AODVsec limits the maximum number of data pieces an intermediate node can forward. Therefore, the malicious node 
cannot get enough data information for breaking the encryption algorithm. The simulation results show that AODVsec improves 
security with negligible routing overhead by comparison of the traditional multipath AODV routing protocols.The simulation results 
show that AODVsec outperforms traditional multipath routing on ensuring security. As a common case, the attacker cannot 
intercept all the paths, the AODVsec avoids maliciously accessing a entire data packet, so AODVsec improves system’s security 
with negligible routing overhead.  It still has some imperfect points.  It is required need to focus on designing the synchronization 
control mechanism to solve this problem [3].The authors Zeyad M. Alfawaer and SaleemAl_zoubiet. al. proposed an effective 
security AODV algorithm called ES-AODV to enhance the data security. The experimental results show that the proposed algorithm 
provides a reasonably good level of security and performance. The main objective of this algorithm is to provide a secure solution 
for communication in ad hoc network applications strong enough to withstand an active internal threat within the network. The 
proposed protocol will be able to find a trusted end-to-end route free of any malicious entity, also effectively isolating any node 
trying to inject malicious information into the network. This protocol is based on the following assumptions. The main focus is on 
the network layer and the protocol that we propose here is an extension of the Ad hoc On Demand Distance Vector routing protocol 
which we call effective security AODV commonly ES-AODV. We assume that all the nodes are identical in their physical 
characteristics and all communicate via a shared wireless channel and operate in a promiscuous mode. It is a reliable link layer 
protocol.   
Efficient security algorithm ES-AODV enhances the security in ad hoc wireless networks.  But the routing protocol performs Does 
not better than the existing secure AODV routing protocol with increased mobility in the network. This should be improve in future 
extension [4]. 
The work done by Muhammad Naeemv, ZahirAhmed , Rashid Mahmood and Muhammad Ajmal Azad et. al. evaluated the two 
secure routing protocols Ariadne and SAODV in the performance aspects instead of security aspects under Random Way Point and 
Manhattan Grid mobility models. They implemented the extension of AODV that is Secure Adhoc on-Demand Distance Vector 
routing protocol SAODV and the extension of DSR that is Ariadne in the Network Simulator 2. There result is compared on the 
basis of following quality of service parameters like delay, routing overhead ,jitter, throughput.  
In future it is requireed more specifically SAODV to decrease the processing requirements to tackle hash chains and digital 
signatures to implement the security [5]. 
The authors PreetiBhati, Rinki Chauhan and R K Rathyet. Al tried to remove the existence of misbehaving nodes that may paralyze 
or slows down the routing operation in MANET. It increases the efficiency of a network. The efficiency can be calculated by the 
parameters or factors such as transmission capacity battery power and scalability. Proposed method is considering the most crucial 
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factor named as transmission capacity of a node. In MANET, when the network size increases complexity of a network also 
increases. To overcome this problem they make network as modular. Therefore the network becomes task specific which refer to a 
particular work only. This proposed protocol provides the most efficient and reliable route which may or may not be minimum hop 
count. But the transmission capacity factor into the networking as MANET of the protocol will need to improve in future [6].   

III.CONCLUSION 
Adaptive opportunistic routing in wireless network is a burning research topic. This paper presents a review of the most popular 
methods for the adaptive opportunistic routing. It is basically a comprehensive survey over the routing in the adhoc network. The 
working of each method is given in brief. The pros and cons of each method are also discussed in brief. 
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