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Abstract: The study demands the user to submit his Finger print to access the pen drive. This uses the Finger print technology 
and Embedded Systems to design this application. The main objective of this is to design a system that asks the user to show his 
Finger print as identity proof. The system reads the data from the Finger print and verifies this data with the already stored data 
in its database. If the details present in the data base it matches with the stored data, the system allows the person to enter into 
and access the information from drive. If the details of the Finger do not match with the stored data, the system cannot be able to 
access the pen drive. 
This is a device that collects data from the tag and codes the data into a format that can be understood by the controlling section. 
This system also collects information from the master device and implements commands that are directed by the master. 
The objective of the project is to develop a microcontroller based security system. It consists of a Finger print reader, 
microcontroller, the interfacing unit to allow the communication between the microcontroller and Finger print module, and the 
LCD. 

I. INTRODUCTION 
This demands the user to submit his finger on sensor to sure that person is authorized to start the data transfer. 
This examines policy regarding the electronic approaches and developments towards electronic data storage and transmission. This 
Finger print reader reads the details from the tag. This data is passed to the controlling unit for the verification. The controller reads 
the data from the reader and compares this data with the already existing data. If the data matches with the already stored 
information, the person is allowed to access the pen drive. If not, a message is displayed on LCD and the person is not allowed to 
access the pen drive. 
The software application and the hardware implementation help the microcontroller read the data from the Finger print verify the 
data with the already stored data and take the next action. The system is totally designed using Finger print module and embedded 
systems technology.  
The Controlling unit has an application program to allow the microcontroller interface with the Finger print module, the reader eads 
the data from the tag, passes the data to the microcontroller and the controller verifies this data with the already existing data in the 
controller’s memory and then implement the commands directed by the controller section. The performance of the design is 
maintained by controlling unit. 

II. OVERVIEW OF THE TECHNOLOGIES 
The implementation of the project design can be divided in two parts. 

A. Hardware implementation 
B. Firmware implementation 

Hardware implementation deals in drawing the schematic on the plane paper according to the application, testing the schematic 
design over the breadboard using the various IC’s to find if the design meets the objective, carrying out the PCB layout of the 
schematic tested on breadboard, finally preparing the board and testing the designed hardware. 
The firmware part deals in programming the microcontroller so that it can control the operation of the IC’s used in the 
implementation. In the present work, we have used the Or-cad design software for PCB circuit design, the Keil µv3 software 
development tool to write and compile the source code, which has been written in the C language. The Flash main programmer has 
been used to write this compile code into the microcontroller. 
The project design and principle are explained using the block diagram and circuit diagram. The block diagram discusses about the 
required components of the design and working condition is explained using circuit diagram and system wiring diagram. 
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Working can be explained further, This system operates by given a input by  the finger print sensor and the matching is done  by the 
finger print module if the input is matched ,the microcontroller generates a signal and it allows the transferring the data from the 
host computer and the data traveler . 

C. This system has two modes 
1) Add mode   
2) Search mode 

In add mode the finger print is added (up to 6) In search mode the i/p finger print is search in the stored data (template). And if it is 
matched the signal is generated by the microcontroller and allows the data transfer and display on LCD i.e. FINGER PRINT IS 
MATCHED If not matched then display on LCD finger print not matched 
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D. Programming A Microcontroller 
Microcontrollers and humans communicate through the medium of the programming language called Assembly language. The word 
Assembler itself does not have any deeper meaning, it corresponds to the names of other languages such as English or French. More 
precisely, assembly language is only a passing solution. In order that the microcontroller can understand a program written in 
assembly language, it must be compiled into a language of zeros and ones. Assembly language and Assembler do not have the same 
meaning. The first one refers to the set of rules used for writing program for the microcontroller, while the later refers to a program 
on a personal computer used to translate assembly language statements into the language of zeros and ones. A compiled program is 
also called Machine Code. A "Program" is a data file stored on a computer hard disc (or in memory of the microcontroller, if 
loaded) and written according to the rules of assembly or some other programming language. Assembly language is understandable 
for humans because it consists of meaningful words and symbols of the alphabet. Let us take, for example the command "RETURN" 
which is, as its name indicates, used to return the microcontroller from a subroutine. In machine code, the same command is 
represented by a 14-bit array of zeros and ones understandable by the microcontroller. All assembly language commands are 
similarly compiled into the corresponding array of zeros and ones. A data file used for storing compiled program is called an 
"executive file", i.e. "HEX data file". The name comes from the hexadecimal presentation of a data file and has a suffix of "hex" as 
well, for example "probe.hex". After has been generated, the data file is loaded into the microcontroller using a programmer. 
Assembly language programs may be written in any program for text processing (editor) able to create ASCII data files on a hard 
disc or in a specialized work environment such as MPLAB described later. 

 

III. CONCLUSION AND DISCUSSION 
The information that can be transfer and which is an important that cannot be accessed by any other person it can be accessed by 
only authenticated person. Hence the data is secure. I make the system which is used for the purpose of secure the data transfer 
using flash drives by the authentication of authorized person bio-metric. 
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