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Abstract: Cloud computing or file hosting provides on demand services to its clients. Hosting files of owner or data storage is 
among one of the primary services provided by cloud computing. Cloud service provider hosts the data/files of data owner on 
their server and user can access their data from these servers. An independent mechanism is required to make sure that data is 
correctly hosted in to the cloud storage server. In this paper, we will discuss the technique that is used for secure data storage on 
cloud or on personal server of the owner. Cloud computing has been envisioned as the next generation architecture of IT 
enterprise. Cloud computing moves the application software and data bases to the large data centers, where the management of 
the data and services may not be fully trustworthy. This poses many new security challenges which have not been fully 
implemented. In this paper, we mainly focus on aspects for providing security for data storage on a personal server, also 
architecture for data storage that can be accessed from anywhere by owner, key points for proving security for data storage. The 
objective is to enhance the security issues on the platform of cloud so that data can be securely hosted in the premises of the 
owner. This can be a affective solution in the long run. 
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I. INTRODUCTION 
Cloud computing is the combination of many preexisting technologies that have matured at different rates and in different contexts. 
The goal of cloud computing is to allow users to take benefit from all these technologies. Many organizations are moving into cloud 
because it allows the users to store their data on clouds and can access at anytime from anywhere through data centers. Data 
breaching is possible in cloud environment or through a data center, since data from various users and business organizations lie 
together in cloud. By sending the data to the cloud, the data owners transfer the control of their data to a third person that may raise 
security problems. Sometimes the Cloud Service Provider (CSP) itself will use/corrupt the data illegally. Security and privacy stands 
as major obstacle on cloud computing i.e. preserving confidentiality, integrity and availability of data. A simple solution is to keep 
all the data on your own server and you can access it from anywhere and anytime through your id and password. This approach 
ensures that the data is not visible to external users and cloud administrators but has the limitation that your server needs to be active 
for 24 hours. In this paper, we discuss what are the requirements for this file hosting server and how this solution can be achieved. 

II. EXISTING SYSTEM 
The existing system of file hosting includes cloud storage as one of the primary requisite. We can define cloud storage as storage of 
the data online in the cloud. A cloud storage system is considered as a distributed data centres, which typically use cloud-computing 
technologies and offers some kind of interface for storing and accessing data. When storing data on cloud, it appears as if the data is 
stored in a particular place with specific name.   
There are four main types of cloud storage as of now:  
1) Personal Cloud Storage:  It is also known as mobile cloud storage. In this type storage, individual's data is stored in the cloud, 

and he/she may access the data from anywhere.  
2) Public Cloud Storage:  In Public cloud storage the enterprise and storage service provider are separate and there aren't any 

cloud resources stored in the enterprise's data centre. The cloud storage provider fully manages the enterprise's public cloud 
storage.   

3) Private Cloud Storage:  In Private Cloud Storage the enterprise and cloud storage provider are integrated in the enterprise's data 
centre. In private cloud storage, the storage provider has infrastructure in the enterprise's data centre that is typically managed 
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by the storage provider. Private cloud storage helps resolve the potential for security and performance concerns while still 
offering the advantages of cloud storage.  

4) Hybrid cloud storage:  It is a combination of public and private cloud storage where some critical data resides in the enterprise's 
private cloud while other data is stored and accessible from a public cloud storage provider.  

In all these storages the data is under the control of some third party and the user doesn’t know where his/her data is stored. This can 
lead to data breaching. 
Through this paper we have proposed an idea where the user can host files, websites or any sort of data in his/her own premises or 
on the personal server and can then access the files or data at anytime and from anywhere. 
This will provide secure and efficient hosting on a personal premises for websites and data files so that it can be accessed remotely 
anytime, anywhere through the medium of internet 

III. CHARACTERISTICS OF EXISTING 
There are five characteristics of existing system of cloud computing or data hosting. The first one is on-demand self-service, where 
a consumer of services is provided the needed resources without human intervention and interaction with cloud provider. The 
second characteristic is broad network access, which means resources can be accessed from anywhere through a standard 
mechanism by thin or thick client platforms such mobile phone, laptop, and desktop computer. Resource pooling is another 
characteristic, which means the resources are pooled in order for multitenants to share the resources. In the multi-tenant model, 
resources are assigned dynamically to a consumer and after the consumer finishes it, it can be assigned to another one to respond to 
high resource demand. Even if the resources are assigned to customers on demand, they do not know the location of these assigned 
resources.  

 
Fig 1 Cloud environment architecture 

Sometimes they know the location at a high-level abstraction, such as country, state, and data centre. Storage, processing, memory, 
and network are the kind of resources that are assigned. Rapid elasticity is another characteristic, which means that resources are 
dynamically increased when needed and decreased when there is no need. Also, one of characteristics that a consumer needs is 
measured service in order to know how much is consumed. 
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IV. PROPOSED SYSTEM 
 The data flow diagram of the proposed system is given below. 

 
Fig 2 Data flow Diagram 

This system ensures the security of data unlike the existing system, as we use the the machine of the data holder as the host for 
remote access of data. 
As Compared to legacy that is being currently used this system is more feasible in terms of valuation for a long term although 
running cost might be a bit on higher side during initial stages but in the long run its much feasible.   

A. Speed of data transfer from host is expected to touch around 10mbps which would be a big improvement over current speed of 
4mbps 

B. Bandwidth is expected to be increased  
C. Storage would be enhanced with hands in hand of SSD RAM 
 
The purpose of the project is to provide secure and efficient hosting on a personal premises for websites and data files so that it can 
be accessed remotely anytime, anywhere through the medium of internet. 
We get to learn about the unique fusion of cloud and networking platform integrated with website designing and development. 

V. WORKING OF THE SYSTEM 
1) Front End– It uses the complex web designing for User interface and payment gateways so as to complete the registration 

process for hosting  
2) Back End- It uses networking for the integration of equipment that serves the hosting also it uses the virtualized concept of 

vendor neutral  cloud computing so that data can be accessed from anywhere at anytime and finally it requires internet access 
24X7 so as to keep server online. 

The only hardware required will be computer with a high speed RAM. 
When the user selects the storage space and the domain, he/she will be directed to payment page according to the package selected. 
Once the payment is done, the user will be provided with a SDK file that needs to be installed on the computer or machine that the 
user needs to make the server.  After this the user will be provided with a login id and password that can be used to access the data 
stored on that system from anywhere and anytime.  The codes for this system has been written using integrated development 
environment so that the SDK files can run on all operating systems. 

 
Fig 3 Gantt Chart of the system 
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VI. CONCLUSION 
File hosting or cloud computing enables users to store their data in remote storage location. But data security is the major threat 
here. Due to this many organizations are not willing to move into cloud environment. To overcome this, confidentiality, integrity, 
availability should be encapsulated in a system. This system provides them all of this and the data is hosted in the owner’s 
environment. No third party is involved here. The machine of the user becomes the server for hosting files, websites or any sort of 
data and the data can be accessed from anywhere using login id and password. 
The future scope of this project will be good in terms of long run. Though initial cost will be a bit high during initial stages but in 
the long run it will be feasible. 
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