
 

8 III March 2020



International Journal for Research in Applied Science & Engineering Technology (IJRASET) 
                                                                                           ISSN: 2321-9653; IC Value: 45.98; SJ Impact Factor: 7.429 

                                                                                                                Volume 8 Issue III Mar 2020- Available at www.ijraset.com 
     

 
1146 ©IJRASET: All Rights are Reserved 

 

Secure and Efficient Information Transfer in Wireless 
Sensor Network using Cluster based Approach 

Komal A. Kalokhe1, Priyanka S. Fulsaundar2, Parul G. Saxena3 
1, 3IT Department, Savitribai Phule Pune University 

Abstract: The implementation of this project aims to intend secure and economical information transfer in cluster based mostly 
wireless sensor network (WSNs).Wireless sensor Network with miscellaneous property characteristics like cluster node. Cluster 
is sensible and economical manner for enhancing system performance in terms of node overhead. stratified based information 
transfer is another name of cluster based information transfer. during this project the study of secure information transmission 
for cluster based mostly WSN wherever, clusters square measure fashioned sporadically and dynamically. we have a tendency to 
planned 2 protocols for economical yet as secure information  transmission supported attribute based cryptography known as 
SET-ABE and SET-ABOOE(attribute based online/offline encryption),which conjointly solves orphan node drawback sometimes 
occurred in WSN. 
Keywords: Attribute-based Cryptography, Attribute-based online/offline Cryptography, Clustered WSNs, Secure Information 
Transmission Protocol, Wireless Sensor Network 

I. INTRODUCTION 
WSN is rigorous and enormous assortment of distributed sensor nodes known as sensor devices, that square measure capable of 
sensing info like condition, like sound, motion. Sensor node senses environmental conditions and collects knowledge from their 
domain space, processed them and send towards sink node. Secure knowledge transfer is most important issue for WSN. Generally, 
most of WSNs square measure deployed with rough, crude, delayed physical atmosphere for military and aid domain with trust-less 
background. So, firmly knowledge transmission is critical and most sensible vision in WSN. Wireless Sensor networks square 
measure typically deployed for gathering knowledge from unattended or hostile atmosphere. Many application specific Sensor 
network knowledge gathering protocols are planned in analysis literatures. However, most of the planned algorithms have given very 
little attention to the connected security problems.  
The present challenges in WSNs are: 
1) Routing and knowledge transmission, for that they use a routing rule like LEACH, PEACH, TEEN, APTEEN, PEGASSIS 

routing rule. 
2) Information measure and computing capability allocation. 
3) Storage and power consumption. 
4) Knowledge sensing, knowledge transmission, knowledge assortment, knowledge sharing for that they use an information 

forwarding theme to create a performance economical means. 

II. RELATED WORK 
L. B. Jivanadham  et  al.  planned  advent  of   a Secured Cluster-based design for a Dynamic wireless sensor community that 
applies 2 topology management strategies: node- circulate-in and node-flow-out. The planned safety protocol contain one round 0 
records proof and AES algorithmic software to narrate for node authentication, wherein completely documented nodes are going to 
be mentioned via node-pass-in operation. additionally they defined that, it dreams O(h+q) rounds for a node to attach into a network 
firmly, anywhere h is that the height of the dynamic cluster- based Wireless Sensor network and letter of the alphabet is that the 
variety of adjoining nodes of a connection node. when the O(h+q) makes an attempt to hitch the network, the node is taken into 
consideration as insecure and is sooner or later discarded from connection the network as in [1]. 
Hichem Sedjelmaci et.al deliberate accomplice in Nursing intrusion detection framework for a cluster-based WSN (CWSN) that 
shall merge the gain of anomaly and signature detection that vicinity unit excessive discovery charge and low false positive, 
correspondingly. wireless sensor networks (WSNs) have a massive capability to be applied in very critical circumstances like navy 
and commercial applications. On the opposite hand, these applications region unit largely often times to be deployed in adverse 
surroundings, wherever nodes and communication area unit precise objectives to intruders. This makes WSNs at risk of a spread of 
conceivable assaults. owing to their characteristics, conservative security strategies don’t seem to be acceptable. as a consequence 
here the authors have deliberate associate in Nursing intrusion detection framework for a cluster- based WSN (CWSN) that pursuits 
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to merge the gain of signature detection and anomaly that region unit high detection rate and low false positive, correspondingly as in 
[2]. 
Maan Younis Abdullah et al  in  inspected the problem of safety addition to cluster based totally verbal exchange protocols for 
undiversified wireless sensor networks containing sensor nodes with extraordinarily confined sources, and planned a safety resolution 
anyplace clusters vicinity unit created sporadically and dynamically. Their explanation depicts re-keying operate protocol for 
wireless detector networks security. they want projected the local body operates (LAFs) as master characteristic, derivation perform 
and rekeying operate is imprinted with detector node. A security and overall performance look at evidenced that it is terribly skillful 
in conversation, storage, computation and this technique is fantastically prospering  in protecting towards plenty of hard assaults as 
in [3]. 
Tingyao Jiang et.al given a present day dynamic intrusion detection technique for cluster-primarily based Wi-Fi detector networks 
(CWSN). The nodes at some stage in a wireless detector community place unit assembled into clusters counting on the real 
relationships with a cluster head (CH) in each cluster. The projected subject matter at the start uses a clump algorithmic program to 
construct a version of regular visitors conduct, then uses this version of everyday visitors to discover bizarre site visitors patterns. 
beside the varied community situations of clusters, this system may also more- over dynamically set absolutely different detection 
elements for diverse clusters to perform  additional accurate detection algorithmic soft- ware. The performance observes confirmed 
that the projected intrusion detection methodology will development the detection accuracy and reduce the false effective price, and 
is rather low-budget of the energy protection as in [4]. 
Nikolaos  A. Pantazis  et.al  given  a  class  of electricity most economical routing protocols and swollen  the  type  on  the  begin  
one by way of Al-Kariki to better  describe that troubles/operations in each protocol illustrate/enhance the electricity potency 
problems. The allotted behavior and dynamic topology of Wi-Fi detector Networks (WSNs) brings in several unusual requirements 
in routing protocols that have to be consummated. The maximum vital side of a routing protocol, therefore on be budget friendly for 
WSNs, is that the power us- age and therefore the extension of the networks generation. at some point of the beyond few years, lots 
of energy reasonable routing protocols are projected for WSNs. The authors here given the four kinds of schemes of power cost- 
effective routing protocols: community structure, communication version, Topology based and dependable Routing. The routing 
proto- cols that belong to the number one type are frequently besides categorized as hierarchal or flat. The routing protocols 
happiness to the second one kind are frequently as well categorised as query-based or Coherent and non- coherent primarily based or 
Negotiation-based. The routing protocols happiness to the 1/3 type are frequently as well categorized as region- based totally or 
mobile Agent-based totally. The routing protocols happiness to the fourth type are often in addition classified as QoS  based totally 
or Multipath primarily based. Ultimately, a systematic evaluate on electricity low cost routing protocols for WSNs is provided as in 
[5]. 

III. EXISTING SYSTEM 
A wireless sensing element network (WSN) is typically composed of an oversized collections of tiny autonomous sensing element 
devices which will sense environmental conditions regarding the ambient atmosphere. Recent technological advances allows the 
widespread readying of WSNs for several different applications, together with good battlefield, health- care, environment and home 
ground observance, home automation, and traffic management, etc. the most task of a wireless sensing element node is to sense and 
collect knowledge from an exact domain, method them and transmit it to the sink wherever the applying lies. However, making 
certain the direct communication between a sensing element and there- fore the sink could force nodes to emit their messages with 
such a high power that their resources may be quickly depleted. Therefore, the collaboration of nodes to make sure that distant 
nodes communicate with the sink may be a demand. In this way, messages square measure propagated by intermediate nodes in order 
that a route with multiple links or hops to the sink is established. The number of sensing element nodes in a very sensing element 
network is many orders of magnitude higher than the nodes in a poster hoc network. 

A. Sensing element nodes square measure densely deployed. 
B. Sensing element nodes square measure liable to failures. 
C. The topology of a sensing element network changes terribly oft. 
D. Sensing element nodes square measure restricted in power, machine capacities, and memory. 
E. Sensing element nodes might not have international identication (ID) owing to the massive quantity of overhead and huge range 

of sensors. 
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IV. PROPOSED WORK 
The identity based mostly secret writing technique is not sufficient for securing network further because it required longer for 
authentication and faces orphan node downside, projected framework for efficient and secure Information transmission in wireless 
sensor network supported attribute based mostly encryption and by applying cluster based mostly approach ends up in cut back load 
on nodes. Fig offers planned framework for on-line opinion summarisation. The inputs to the framework area unit date and time, 
product name and review of that product. The output is Orphan node detection. The system performs the summarisation in 3 steps: 

A. Cluster creation and CH election in each cluster in network; 
B. Nodes area unit documented itself to the CH; 
C. Knowledge transmission and orphan node detection. Multiple sub-steps area unit concerned for acting these 3 steps: 

WSN consisting of mounted BS and every one leaf nodes, that area unit homogeneous in nature with same practicality. The BS is 
often reliable and sure approved user, wherever the sensing element nodes might compromised by unauthorized user and 
transmission path could also be interrupted by unauthorized user. In WSN, sensing element nods area unit classified into clusters and 
each cluster has CH nodes, which may be elect arbitrarily. A Non-CH node (leaf node) joins clusters looking on strength of received 
signal from BS. CH performs knowledge assortment and transmission towards BS with high energy than leaf node. Operation of 
LEACH protocol divided into 2 parts that may be dispensed among range of sphericals every round embody separate setup part for 
forming clusters and steady phase for knowledge trans- mission from sensor nodes to BS through CH. 

 
Fig.1. System Architecture 

V. EXPECTED RESULTS 
Experiments performed on totally different clusters created from WSN node i.e. N1,N2,N3 up to N10 having completely different 
power of each node which supplies ends up in time interval needed for all different node and cluster creation supported this solely 
the node that having high power become cluster head CH. This experiment results ar e shown in table 

 
Node Node Power 
N1 10 
N2 5 
N3 3 
N4 2 
N5 6 
N6 4 
N7 4 
N8 8 
N9 5 
N10 5 

Fig.2. Node Power for every cluster in Network 



International Journal for Research in Applied Science & Engineering Technology (IJRASET) 
                                                                                           ISSN: 2321-9653; IC Value: 45.98; SJ Impact Factor: 7.429 

                                                                                                                Volume 8 Issue III Mar 2020- Available at www.ijraset.com 
     

 
1149 ©IJRASET: All Rights are Reserved 

 

We can compare our system time with min interval and existing system time. Fig 4 shows the comparison on node as input i.e. WSN 
node with the constraint time needed for min process, existing system time and projected technique with the various worth. 

 
Fig.3. Node Power 

Fig.4. Comparison based on Time Constraint on Node 

VI. CONCLUSIONS 
In this Paper we tend to studied completely different knowledge transmission algorithmic program techniques, so as to induce 
secure and economical knowledge transfer over WSN, like SET-ABE and SET-ABOOS supported Attribute based mostly secret 
writing in addition it provides security towards orphan node downside that is occurred throughout cluster formation and knowledge 
transmission. Because of use of hierarchical design provides effective load balanced and equal energy consumption on each device 
node. The utilization of SHA-1 algorithmic program for authentication and DES for lay node communication can improve secure 
atmosphere throughout knowledge transmission in cluster based mostly Intrusion detection System. In future work,  we  tend  to  
attempt to increase accuracy in  node  cluster  and  so  as to cut back node overhead for knowledge transmission and 
authentication. 
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