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Abstract: Securing the message in a social network is a big task for us. There are many types of intruder watching with eagle 
eyes to attack the system. The client's private messages were stolen by the hackers and it makes the client to be in a depressed 
mood. Another headache in email is spam messages. Lots of spam message was sent. Recently, Google’s Gmail facing this 
problem. The Gmail system can’t filter it properly. To avoid this entire “con” in email system the proposed system has been 
implemented. Each mail will have its own code to be verified the message. 

I. INTRODUCTION 
In the network security contains various protocol, rules, policies and practical adapt to observe and avert the illegal action and threat 
of a network and it’s accessible sources. Network security can stop, the computer viruses if it has been activated. The users are 
encouraged to assign an ID and secret key or other authentication information which is private, only can be accessed by the user 
only. With that secret key or authentication information, they can access to the information within their authority, not even the 
administration has the rights to break the security access of their client. 
The network is often private, like within a cooperation. The most common method of protecting a network resource is by assigning 
it a name and password. However, as we say, spam is another major disadvantage found in the mail system. Bulk amount of spam 
mail has sent to a user, this makes lots of trouble for the clients. For this, a tool will be applied which will be very useful and 
efficient in the work. 

II. PROBLEM STATEMENT 
Unnecessary junk mail and spam mail causes irritation to the clients. This problem also arises with duplication of mail. Internet 
merchant will send mail regarding their work to attract new customers. Secondly, the threat of being hacked the server of the 
mailing system still exist. This is what happen to the Yahoo mail system. For thus lots of clients worried about their privacy. The 
intruder also sends viruses through the mail to hack someone’s personal system to gather or erase his/ her information or data. By 
this lots of clients have been affected by this issues. 

A. Unnecessary junk mail and spam mail is finds a lot. 
B. Duplicate mails found. 
C. The threat of being hacked. 
D. Sending a virus through the mail. 

III. PROPOSED SYSTEM 
Here we are going to apply the security system more strictly to filter for spam mails and also to avoid duplication. By improving the 
security system to this level, surely give a big success and more clients will be attracted. Redundancy will be reduced to a certain 
level so that only important mail will have duplication, not all the mails. The viruses spreading through the mail should completely 
being avert totally. This would be possible by verifying the mails at two levels. For this reason the tool we are going to apply in the 
mail system help us. It will work simultaneously to fulfil all the function that has been mentioned. 

A. Unnecessary junk mail and spam mail have been filtered. 
B. Redundancy will be maintained appropriately. 
C. The threat of being hacked will be reduced 
D. Sending virus through mail decreased. 
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IV. CONCLUSION 
This tool also can be implemented to detect picture and advertising spam as this one is completely based on the content spam 
filtering. This tool will be very helpful to overcome the problem facing through the mailing system. This tool helps to reduce the 
redundancy and spam filtering failure. And as a final point, apart from spam attacks quite a lot of other attacks can also be paying 
attention along with the protecting procedures. 
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