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Abstract: Motion detection is one of the key techniques for automatic video analysis to extract crucial information from scenes in 
video surveillance systems. The method of foreground and background detection start from second frame onwards it employs 
new object tracking method which detects and remove ghost objects rapidly while preserving abandon objects from decomposing 
into background. To detect motion and tracking of human presence and gave alarm, we used an internet of things (IOT) based 
method with Hidden Markov model. The Raspberry Pi is a minuscule device emblazoned with sentient to monitor on its own 
when the own camera board is slotted into it. The motion detector aids the camera to detect and save. Capture in-real-time is also 
a notary feature of this device. At the core of it, a notification is pinged every time the detection picks up noise. It's directed by a 
pre-coded python script. This also collects the average coordinate of points. In this way, a cost-value system is proposed into 
place. Given that the application sends data over the internet, it's a well thought out solution to the theft issue. 
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I. INTRODUCTION 
This document is a template.  For questions on paper guidelines, please contact us via e-mail. Internet of Things (loT) is a sentient 
being formed by the internet by its elements entitled to communication capabilities. It's ordered to connect, sense and communicate 
without getting too technical about its progress. IoT is present in various devices which can be used to help people in their lives and 
tools of the trade. The expectancy by 2020 that 20 billion users will be in focus with the internet. It's being used in various fields 
(auto machines, farming, Safety and health delivery) with low costs and high yields. It's also hoped to bring in a change of days with 
low energy usage, and more environment friendly.  
It ushers in a new way of  life for the today's world and seeks to replace many of the daily objects we use for our living, example ID 
cards are now cost effective and can be used easily without worry to the environment. This is a potential saver for the ubiquitous 
future of the world when it comes around. 
Being engaged in the bustle of daily life, people have a tendency to be forgetful and mind their safety. This can be a big negative 
when they seek their objects of value, which can be materialistic or imaginary [1]. They are denied access to their way of comfort. It 
can be tracked with a complex like Raspberry Pi/, which again isn't a deep complex since the face scanning method is complex and 
hence cancels out the need for the Raspberry Pi and keeps the data scanning for longer periods of time.[2]. Upon detection, the 
system goes into a high notification priority and takes all measures to record and track it more accurately. The data can be used later 
for extra analysis from the user. The data will be fully complex for the user's viewing and all sorts can be found from. This enforces 
the idea of a better security system built in [3].  
Home security data is often inaccurate to determine hence can't be used on big scale systems where monitoring is required 
continuously without stop and can't be of much help in crime cases [4]. Ultimately IoT helps users being in a focused environment 
and achieve the ideal connection and helps to bring better changes around.[5]. IOT based application can be used remotely to view 
the activity and get notification when motion is detected. Several applications will be presented, which are important to envisage 
some of the potential IOT. Some of these applications are: smart cities, smart energy, smart grid, agriculture and breeding, and 
pharmaceutical industry [6]. To integrate IOT in security systems to detect motion, for example every day when we are at work you 
will be able to monitor and get notifications if any activity happens at your home [7-8]. 

II. METHOD AND IMPLEMENTATION 
The objective is to design a system which is self-smart and can assist the user in monitoring via other scripted applications. This 
project Remote Sensing using Internet of Things (IoT) is made by using Raspberry Pi B along with sensors like camera module, 
Infrared Sensor needed to be written with its desired OS. 
The block of smart motion system shown in Fig. 1, in this system when the PIR sensor senses motion it gives a signal to the 
raspberry pi to take the image through USB camera and then send the image to email sever via the internet, so that the user can see 
the image that was taken. The system materials consist two parts: The hardware material part, and the software materials part.  
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Fig. 1  Block diagram of motion detection system 

 

 
Fig. 2 Raspberry pi 3 model B 

 

 
Fig. 3 Instalment setup of Raspberry pi. 

 
PIR Sensor PIR sensors is a pyroelectric device that sense motion by measuring changes in the infrared heat levels. PIR sensor is 
small, cheaper, low power consumption, easy to use. For that reason, it’s commonly found in appliances and gadgets used in homes 
or businesses. When motion is detected used the breakout board to convert the signal into a longer digital signal, and output is a high 
signal on its output pin. This logic signal can be read by any embedded processor or used to drive a transistor to switch a higher 
current load [9]. It has three pins (VCC, GND and Output pin), it’s generates +5v and -5v sine signal when any human or animal 
passes in front of the sensor or any movement is detected, the output of PIR sensor can be adjusted. For max, it can create an output 
signal for approximately 1.2 seconds [10]. This is more than enough to detect the signal.  
The raspberry pi is a single board, low cost, credit card sized and small computer to capable of perform different functionalities such 
as identification and access control, electronics payment system, health application etc. Raspberry pi is a low power computer 
system running Linux (or several other operating systems) on an ARM processor architecture. The system boots from an SD card 
and an 8 GB SD card is more than enough to store the operating system and lots of data. It does not include a built-in hard disk or 
solid-state drive, but uses an SD card for booting and persistent storage. The power requirements are very modest and a simple 5 V 
phone charger with micro-USB plug is enough to run the system. 
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Fig. 4 Screenshot of the Django admin interface 

 
The software is very stable (many units have been running non-stop for several months) and there are many general-purpose I/O 
pins (GPIO) available for interfacing to external devices. The device is a reasonably powerful1 computer on a credit card sized PCB 
[11].  it has a Broadcom BCM2835 system on a Chip, this chip is a 32 bit which includes an ARM1176JZF-S Processor. Typical 
clock size is 700 MH, preforming at approximately 40 MFLOPS Can be overclocked to 1GHz without any issues, Includes Video 
Core IV graphics processor w/ 1 billion pixels per second, Model A has 256 MB and Model B has 512MB of RAM is built into the 
board, not replaceable or upgradeable also Include multiple built on I/O ports (100 MB/s Ethernet port HDMI port and RCA port 
Audio Jack) [12] [13]. The big advantage of the raspberry pi was that it could be put it in places we couldn’t put a PC. The raspberry 
pi being small as a credit card server still has the capabilities of working as a normal computer it can play 10S0p resolution videos 
without lagging as depicted in Fig. 2. 
After getting ready with SD Card insert it into Raspberry Pi Micro USB Power Cable is attached with it along with Raspberry Pi 
with monitor through HDMI cable. Connect Keyboard & Mouse with it. Also provide the DC power supply to Pi as shown in Fig. 3. 
Being connected with the main-work through IoT, the achievement lies in the usage of a minuscule system to detect and relay 
information while providing real-time output and data. There is a board on which in each direction IR sensor is placed. The direction 
in which motion is detected that side sensor gets activated and notification is sends to the user that some motion has been detected. 
This data is uploaded to server and gets cloud from where one can see that data and also can save that data. This whole thing we are 
doing by using language called python. The software which we are using is Linux based and the server which we are using to cloud 
the data is Django. In order to open the terminals in Raspberry Pi we are using Putty. Corresponding to every sensor we will install 
libraries in our system. 
Operation systems installed with Linus are enabled to access the Raspberry Pi framework and it's counter part, Raspian which 
provides a access to programs not granted through the base version. So, for this report, python script was used for scanning and 
relay. The language in which we are making this project is python. The various support for codes, paradigms, OOP and its styles are 
why it was selected for the report.   The server which we are using in our project is Django server, an open-source software, 
additionally providing admin-rights to edit file properties and modify the interface which is generated from the pre-baked models 
which is numbered as Fig. 4. 
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An internet browser is a file which relies on client server and the WWW/ HTTP index to make up Web parts for the users. To solve 
this problem, we have designed a system which do Remote Sensing using IoT. For this system we are using raspberry Pi B along 
with other sensors like camera and infrared sensors. Bearing an ARM 700 MHz processor, the Pi is equipped with a Broadcom 
BCM2835 on its board chip, 256MB of RAM, and Video Core IV GPU. Motion of object can be estimated by matching of blocks 
and use of interpretation. 
Once the image frame is captured from videos then they can segment by background subtraction method.  Object tracking is 
determined by noise points and the image date gathered. It's compiled using the Markov model, defining the evolving process of 
events varied by internal factors which are undetermined. 
The state usually consists of the position and observation is displayed in the frame paused upon a particular time. The occurrence 
probability is shows using a dynamic element like constant velocity, constant acceleration. 

 
 

As result 

 
A binary mask is formed from the Gauss background minus method. It's a result from getting the temporal average and the intensity 
of the pixel over the the three RGB channels eq. (4) and (5). The background model is fed new data varying on the mask UM. 

 

 
The segmentation is done by comparing each pixel s in the input image I_n with the background model B_n in the three RGB 
channels. If the difference is greater than 3 times the standard deviation√(V_n (s))  for at least one of the RGB channels, the pixel is 
marked as foreground in the segmentation mask, and background otherwise. then it marked as a foreground in the mask. It can be 
linked to a shadow. Likewise, the shadow detection picked up the thresholds 0.44 and 1.09 [6] for the distortion limit and 7 for the 
color. Eradicating noise is done by an erod morph operation with a 3 by 3 element.  
All of these given steps are related to the idea of lining the background out. Real-world calculations, it's a failure if the background 
appears to be different. Hence it points out that the most used operation uses fixed cameras and a controlled environment. We have 
used the above method to detect and track motion with Python. Following are the steps taken to capture frame from the videos. 
1) Over-loop the video time static image 
2) Capture it and begin the occupied/unoccupied 
3) Otherwise, the video endpoint is reached 
4) Alter the frame dimensions, de-saturate it and add blur 
5) If the first static image is None, initialize it 
6) Determine the final difference between the first static and the current static image. 

 
To implement IoT based motion detection following steps are considered. 
a) Step 1: The system is initialized and configured. The software of this project includes modules such as Videoing module, 

Motion detection module, alerting module, networking module, Web server module and actuators module. These modules are 
included just to recognize whether the original user is using the system or an intruder is trying to use. 

b) Step 2: It is then sent to the image and video processing module where the face and attributes of the person using the system is 
thoroughly checked and compared with the standards that is being set by the user through a wireless networking channel.  

c) Step 3: If the face and the attributes match with the prescribed standards, then the alerting module becomes inactive and the 
interrupt is driven to zero. If the face and attribute does not match with the standards then the interrupt is driven to one and the 
control is given to the admin warning system.  

d) Step 4: The image of the intruder is captured and it is recorded.  
e) Step 5: This image is then sent as message to the mobile phone of the user and also as an e-mail to the user given email-id. 

Then the security activation process is undertaken. The picture of the intruder is taken and is sent to the email which will clearly 
identify the image of the intruder. 



International Journal for Research in Applied Science & Engineering Technology (IJRASET) 
                                                                                           ISSN: 2321-9653; IC Value: 45.98; SJ Impact Factor: 7.429 

                                                                                                                Volume 9 Issue IV Apr 2021- Available at www.ijraset.com 
     

961 ©IJRASET: All Rights are Reserved 
 

III. RESULT AND DISCUSSION 
All paragraphs must be indented.  All paragraphs must be justified, i.e. both left-justified and right-justified. Keeping a Pi to the top 
of our study table to scan for noise in its area was our try-out. This scenario works with both, live and static videos but taken that, 
we used this complex on our work devices. Given background of our stream was unchanged over multiple pauses. So trying to 
model the background, we looked for changes and try to model our video based on a non-blur first frame due to the clarity 
offered.It's well detailed due to each frame's unique property, none can be the exact same. So, considering this, we needed to apply 
smoothing across 21x21 areas. We hoped to stabilize out motion detection formula in this way. In an instance, provided in a picture 
below, a still shot was taken, provided nothing in the foreground Fig. 5. 

 
Fig. 5. Still shot image of the background 

Frame meets the requirement of the static background- no foreground activity. Taking the minus between two statics can be seen in 
below Fig. 6. Pointing out that the actual image is black, and with the notion that, motion consisting area aren't black. This helps to 
bring out the motion scanned areas in the images normally having presence. Entry for frame delta was done based on this 
information. Two cases where the delta was less than 25, pixel was blackened. Otherwise, it was whitened. Instance of the is shown 
in Fig. 7. The background given is black while the rest is white.  
Application of edge detection to the entry image for outlines was done This enabled us to see the resident motion and ad more 
elimination. It was scanned from the main door of the living residence and worked upon installation. From the explanation, it can be 
safely said that it's in full use and it's design doesn't hinder any event in the area of installation. 
The python script executes and takes continuous snapshots from the camera till the motion is detected and automatically raspberry 
pi take image and save it into raspberry pi memory. It also starts to make a video of the same from the start till the end, 140 
continuous photos are uploaded to the Django server as given in Fig. 8, as there may be a chance that the person might attempt to 
break the device itself. As the user would also get a notification of the motion detection, they can login remotely to the Raspberry Pi 
and check live output from the camera, which would verify the reason for the detection of motion. 

 
Fig. 6. An instance of delta static, the comparison from the actual and the experimental static picture 
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Fig. 7. Delta Image is put on entry threshold to obtain a motion black-white image 

 

 
Fig. 8. Captured and stored images in server 

IV. CONCLUSION 
The directive of the report, design and install a motion detection complex and connected to an application was done with success. It 
can withstand various environments and temperature sensitive areas. Users are informed about the data via an internet ping. It's done 
by a pre-coded python script and Pi embeds code. This complex can choose from both static and live motion pictures with 
presenting plethora of data to analyze from, in this instance, monitoring a living residence with live data being sent on the go. 
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