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Abstract— In recent days for computing, distributed computer systems have become very important and popular issue. It delivers 
high end performance at a low cost. Autonomous computers are connected by means of a communication network in a 
distributed computing environment which is arranged in a geometrical shape called network topology. In the present paper a 
detailed study and analysis on network topologies is presented. Definitions of Physical and Logical Topologies are also provided.
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I. INTRODUCTION 

Distributed computing systems have become the essential aspect 
of growing information technology. The performance of any 
distributed system is certainly influenced by the technology, 
which we adopt in making network interconnections. Network 
topologies [1-2, 8-9]are the technology for arrangement of 
various computer elements like links, nodes etc. Basically 
network topology is the topological structure [5] of a computer 
network. In mathematics topology is concerned with the 
connectedness of objects which is the most basic properties of 
space. In simple way network topology refers to the way in 
which the network of computers [5, 6-7] is connected. Each 
topology is suited to specific tasks and has its own advantages 
and disadvantages. A most simple and good example of network 
topology is LAN [3-4, 8-9]. Where it LAN has one or more 
physical links to other devices in the network. In recent days 
there are basically two basic categories of network topologies: 
Physical topologies [8-9] and Logical topologies [8-9]. Physical 
Network Topology emphasizes the hardware associated with the 
system including workstations, remote terminals, servers, and 
the associated wiring between assets. Conversely, Logical 
Network Topology emphasizes the representation of data flow 
between nodes. In this paper a brief description on these 

topologies are presented. This paper is organized as the 
following.
The section 2 is a brief description of physical topologies. The 

section 3 introduces the logical topologies and finally 
conclusions are discussed in section 4.

PHYSICAL TOPOLOGY 
Physical Network Topology emphasizes the hardware associated 
with the system including workstations, remote terminals, 
servers, and the associated wiring between assets. Physical 
topology defines how the systems are physically connected. It 
means the arrangement of devices on a computer network 
through the actual cables that transmit data. There are eight 
basic topologies. In below each of these topologies are 
described. 

1. Point to point 
A point to point topology is a direct connection between two 
devices (nodes), the value of a permanent point-to-point 
network is unimpeded communications between the two 
endpoints. One example of this is a PC connected to a printer. A 
more common example is a mainframe terminal connected to a 
mainframe front-end processor.
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Figure I. Point-to-point.

2. Bus 
The bus topology carries the transmitted message along the 
cable. As the message arrives at each device (node), the nodes 
checks the destination address contained in the message to see if 
it matches its own. If the address does not match, the node does 
nothing more. A major disadvantage of this network topology is 
that if the node address matches that contained in the message, 
the node processes the message. The message is transmitted 
along the cable and is visible to all devices connected to that 
cable. issues with security as data is broadcasted across the 
network and single point of failure - if hub or backbone goes 
down.

Figure II. Bus Topology

3. Star 
Star topology is one of the most common network setups where 
each of the devices or nodes on a network connects to a central 
hub. A major disadvantage of this network topology is that if the 
central hub fails, all computers connected to that hub w
disconnected. A major disadvantage of this network topology is 
high dependence of the system on the functioning of the central 
hub. Failure of the central hub renders the network inoperable.

Figure III. Star Topology
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The bus topology carries the transmitted message along the 
cable. As the message arrives at each device (node), the nodes 

contained in the message to see if 
it matches its own. If the address does not match, the node does 
nothing more. A major disadvantage of this network topology is 
that if the node address matches that contained in the message, 

e. The message is transmitted 
along the cable and is visible to all devices connected to that 
cable. issues with security as data is broadcasted across the 

if hub or backbone goes 

Star topology is one of the most common network setups where 
each of the devices or nodes on a network connects to a central 
hub. A major disadvantage of this network topology is that if the 
central hub fails, all computers connected to that hub would be 
disconnected. A major disadvantage of this network topology is 
high dependence of the system on the functioning of the central 
hub. Failure of the central hub renders the network inoperable.

4. Ring 
In a ring topology all of the nodes or devices are connected to 
one another in a circle. The data passes from one device to the 
next one and all the way around the ring layout until it reaches 
the destination node. A major disadvantage is that if a single 
device is switched off, the network does not work.

Figure IV. Ring Topology

5. Mesh 
In this type of topology each device is interconnected with one 
another, allowing for most transmissions to be distributed even 
if one of the connections goes down. A major disadvantage is 
high chances of redundancy in many of the network connections 
and overall cost is too high compared to any other network 
topology.

Figure V. Mesh Network
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In this type of topology each device is interconnected with one 
another, allowing for most transmissions to be distributed even 
if one of the connections goes down. A major disadvantage is 
high chances of redundancy in many of the network connections 
and overall cost is too high compared to any other network 

Figure V. Mesh Network
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6. Tree 
Tree Structure suits best when the network is widely spread and 
vastly divided into many branches. Tree topology is a 
combination of two or more bus and the Star Topology 
connected together. Each star network is a local area network 
(LAN) in which there is a central computer or server to which 
all the connected nodes directly linked. The central computers of 
the star networks are connected to a main cable called the bus. A 
major disadvantage is the length of the network depends on the 
type of cable that is being used and tree topology network is 
entirely dependent on the trunk which is the main backbone of 
the network. If that has to fail then the entire network would fail.

Figure VI. Tree

7. Hybrid 
Hybrid topology is a network topology that is composed of one 
or more interconnections of two or more networks that are based 
upon different physical topologies or a type of network topology 
that is composed of one or more interconnections of two or 
more networks that are based upon the same physical topology, 
but where the physical topology of the network resulting from 
such an interconnection does not meet the definition of the 
original physical topology of the interconnected networks. A 
major disadvantage is typically more expensive than other 
networks since it exploits the features of its component 
topologies. It requires more cabling between its hardware 
devices than other types of network topologies. Hybrid networks 
are difficult to set up and troubleshoot.

Figure VII. Hybrid Topology.

8. Daisy Chain 
A daisy-chained network topology is all of your devices are 
connected in a chain- like or ring fashion. The master controller 
connects to a slave device, which in turn connects to another 
slave device, which connects to another slave device, and so on, 
and so on. If the ring breaks at a particular link then the 
transmission can be sent via the reverse path thereby ensuring 
that all nodes are always connected in the case of a single 
failure. A major disadvantage is a component failure or cable 
failure in midstream will disable the entire network and if you 
want to add a device in the middle of the chain or ring, the 
network will get down during the process. The cabling for these 
networks is generally put in open space and may therefore be 
more vulnerable to accidental disconnections and breaks.

Figure VIII. Daisy Chain Topology.

LOGICAL TOPOLOGY 
Logical Network Topology emphasizes the representation of 
data flow between nodes. It means logical topology is associated 
with the arrangement of devices on a computer network and 
how they communicate with one another. The main role of 
logical topology is to communicate across the physical 
topologies among different systems. There are two categories of 
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logical topologies: Shared media topology and token-based 
topology. 

Shared Media Topology 
In shared media topology the systems have unrestricted access 
to the physical media that is all the systems in a network have 
the ability to access the physical layout whenever they need it. 
Collision is the main disadvantage of this topology as more than 
one system send information out on the wire at the same time, 
the packets collide and as a result this collision kills the packets. 
Ethernet is an example of a shared media topology. As a remedy 
some huge networks are broken down into smaller networks. 
Some ethernet uses Carrier Sense Multiple Access protocol to 
reduce the number of collisions. 
Recommended font sizes are shown in Table 1.

Token Based Topology 
In token based topology a token is used which travels around the 
network to access the physical media. If any node wants to send 
a packet to another one it should wait for the token which is 
traverse within the network either clockwise or anti-clockwise 
direction. After getting the token a node can send the packet 
towards the network and all the nodes within the path from 
sender node to destination node, and all the intermediate nodes 
should check the destination address, if it matches to anyone it 
should accept the packet and generate an acknowledgement 
packet. Acknowledgement packet should follow the reverse path 
to acknowledge the sender node that the packet is received by 
the destination node.

II. CONCLUSION

In this paper, performance of different kinds of topologies is 
considered and studied. Description of some inherent 
advantages and disadvantages computer network topologies to 
any system under study also has been described in this paper. 
This paper has provided some knowledge of analysis approaches 
for dealing with network topology related problems. The 
techniques covered in this discussion can be adapted to related 
computer network applications. This research work can also be 
extended further. 
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